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Abstract: In the face of rapid advancements in information transmission technology, ensuring the secure development 

of all application aspects is imperative, particularly considering the frequent data transmission over public networks. 

A significant vulnerability exists for data compromise during transmission without robust security measures. Thus, 

implementing a reliable data-hiding scheme becomes indispensable to safeguarding confidential information. Despite 

the introduction of various methods to address this concern, challenges persist in effectively managing data size and 

maintaining the resulting data quality. This research addresses these challenges with the key idea of using a 

combination of dynamic layering and sample interpolation to increase the samples’ capacity in accommodating the 

secret bits. The novelty of this study is based on the dynamic use of the multi-layering paradigm during the data 

embedding, which contributes to maintaining the quality of the audio sample considered for concealment. The 

experimental results show a significant outperformance of the proposed method, which gets a maximum peak signal-

to-noise ratio (PSNR) of 120.39 decibels (dB), an ideal PSNR to secure secret data transmission. 

Keywords: Audio steganography, Data hiding, Information security, Interpolation, Network infrastructure. 

 

 

1. Introduction 

Information technology has significantly 

advanced in recent years, underscoring its profound 

impact on society across various domains. As a 

ubiquitous manifestation of this progress, 

Telecommunications employs technologies for 

transmitting voice, data, or multimedia, facilitating 

the conveyance of messages from senders to 

receivers. However, this mode of communication is 

susceptible to interception by malevolent individuals 

or groups who may manipulate or, in extreme cases, 

obliterate the conveyed messages [1].It is imperative 

to implement safety measures to prevent such 

potential tragedies. Steganography emerges as a 

strategic approach to evade these threats, fortifying  

security measures and safeguarding sensitive data [2, 

3]. 

Steganography involves concealing secret data 

within a cover media file, rendering the secret 

message remarkable through the naked ear. The key 

concepts of steganography in audio covers are 

illustrated in Fig. 1, where the original audio, cover  

audio, and payload represent the input of the 

embedding process. The embedding process's output, 

the extraction process's input, is stego audio, which 

finally outputs the cover audio and secret message. 

For any steganographic method, suspicions may arise 

if the resulting stego audio significantly differs from 

the cover audio. In the general steganography 

paradigm, challenges arise when a cover medium 

cannot accommodate large amounts of data for 

embedding secret messages [4, 5]. This highlights 

that steganography is far from perfect, presenting 

various methods for implementation or improvement. 
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Figure. 1 The concept of audio steganography paradigm 

 

 

Aligning with the steganography in audio 

samples, the key considerations in enhancing 

steganographic methods include assessing the 

capacity of a cover to hold secret data and evaluating 

the stego-audio quality [6]. Numerous methods have 

emerged to enhance steganography, particularly in 

the context of audio, aiming to address prevalent 

challenges [6-9]. However, to improve one aspect, 

navigating potential drawbacks in another becomes 

crucial, resulting in a delicate optimisation balance. 

This makes most prevalent schemes vulnerable to 

steganalysis attacks [10, 11]. Steganalysis to locate 

the secret data is known as locative steganalysis [12], 

[13], and a steganalysis scheme to detect the presence 

of the hidden data is referred to as blind steganalysis 

[14, 15]. Various audio steganographic techniques, 

including reduced difference expansion [7], 

interpolation [16], and multi-layering [17], have been 

explored to surmount these challenges. Reduced 

difference expansion consists of reducing the 

embedding capacity while simultaneously increasing 

the audibility quality of the audio sample. In this 

approach, the differences between the neighbouring 

samples are extended to enhance the quality of the 

stego audio. Conversely, the interpolation method 

expands the sample space, doubling the size of the 

original sample and leading to a distinctly altered 

stego-audio. Moreover, the multi-layering approach 

consists of augmenting the block size in the audio 

samples, guiding the iteration over the bits intended 

for embedding.  

While prior research has demonstrated 

performance in audio steganography, utilising audio 

files as covers, the existing methods still exhibit room 

for improvement. This is evident in the observed 

comparison between the cover and the stego audio, 

which reveals residual noise, particularly reflected in 

the attained peak signal-to-noise ratio (PSNR). 

Current approaches in audio steganography reveal a 

trade-off between increasing sample space and 

compromising the quality of stego-audio, leading to 

a diminished PSNR value. However, when it is 

necessary to embed a larger payload, minimising the 

decline in PSNR becomes imperative. Consequently, 

this study aims to sustain a relatively high PSNR 

value while augmenting the capacity of a bit in a 

sample space by integrating multiple methods. The 

contribution of this work is highlighted as follows:  

• Designing an audio steganography scheme 

based on interpolation and dynamic multi-

layering.  

• Using interpolation to increase the sample 

spaces, allowing for the embedding of secret 

messages without significantly affecting the 

quality of the original audio content. 

• Using dynamic multi-layering to enhance the 

embedding capacity through an iterative fashion 

while minimising the impact on the perceptual 

quality of the stego-audio. 

The next parts of this paper are structured as follows: 

Section 2 reviews prior works in audio steganography. 

Section 3 provides a detailed explanation of the 

proposed method. Experimental results are presented 

in Section 4. The paper concludes with Section 5, 

summarising the key findings. 

2. Related works 

In the study conducted by the authors in [16], a 

steganography method was proposed to minimise the 

sample space, aiming to enhance the quality of stego-

audio. Addressing the trade-off between secret data 

size and stego-audio quality, the authors employed 

audio as a carrier for secret data transmission, 

focusing on analysing the audio sample space hosting 

confidential information. The proposed method 

aimed to optimise stego-audio quality by reducing the 

capacity of the audio sample space, resulting in a 

significant improvement of 31.3 dB in PSNR over 

benchmark methods. However, a notable area for 

improvement is identified, suggesting the need for 

more optimised sample spaces capable of 

accommodating larger amounts of secret data. 

Subsequently, a steganographic scheme 

presented in [18] introduced a segmentation 

embedding method using modified interpolation to 

increase the capacity for adaptable and reversible 

audio data hiding. By modifying linear interpolation 

values, the proposed method offers flexibility in 

embedding capacity while maintaining high audio 

quality for substantial amounts of secret data. 

Experimental results demonstrated an average PSNR 

of 100.55 dB on 0.75 and 87.68 dB on 2.267 bits per 

audio data sample. However, the study identified 

areas for improvement, specifically in fixing dynamic 

distributions to enhance stego audio quality and 

addressing limitations in maintaining reversibility. 
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Furthermore, the study by the authors in [7] 

proposed a method for hiding messages using audio 

files, employing modulus operation and simple 

partition. The method aimed to enhance stego audio 

quality and increase embedding capacity by utilising 

a simple partition and an adaptive modulus operation 

calculated method. While successfully embedding 

relatively large payloads at a 700 kb file size, the 

research acknowledged low PSNR results for large-

sized payloads. This suggests room for improvement 

to achieve higher PSNR results while expanding the 

capacity of the secret message. 

In another approach, the authors in [9] proposed 

enhancing the least significant bit (LSB) method 

using binaries of message-sized encoding (BSME) to 

achieve transparent, secure, and high-capacity audio 

steganography. Experimental results demonstrated 

that LSB-BMSE outperforms existing methods in 

hiding capacity and imperceptibility, with an average 

SNR value of 99.98 dB. However, limitations were 

identified, particularly in its vulnerability to noise 

and LSB attacks. 

The authors in [8] also proposed enhancing the 

LSB method using a piecewise linear chaotic map 

and a one-time pad for imperceptibility, security, and 

high capacity. The method utilised Huffman coding 

to reduce payload size and employed random 

numbers generated with a piecewise linear chaotic 

map to enhance one-time pad security. Experimental 

results indicated a PSNR range of 80.4408 dB to 

90.6455 dB and successful inflation of payload up to 

173%. Despite its resilience to re-sampling attacks, 

the method demonstrated vulnerability to LSB and 

AWGN attacks. 

Lastly, the authors in [6] introduced a method for 

hiding payloads in multiple WAV audio cover files 

based on a circular secret key. This method 

distributed payloads randomly across cover audio 

files using agreed-upon keys. Experimental results 

demonstrated the effectiveness of hiding secret data 

using a secret key. However, the study suggested 

future improvements, such as exploring the 

possibility of merging different types of audio files or 

even images. 

Based on a comprehensive examination of the 

previously discussed existing works in the realm of 

audio steganography, the focus of this study now 

shifts towards presenting the proposed methodology 

entitled using a combination of interpolation and 

multi-layering to enhance the audio sample spaces. 

This innovative approach strategically integrates the 

intricacies of applying interpolation and multi-

layering techniques specifically tailored to optimise 

audio sample spaces. The primary objective is to 

augment the capacity and quality of concealed data 

within audio files by synthesising insights from 

preceding studies. 

3. Proposed method 

This proposed work will delve into audio 

steganography using interpolation with added multi-

layering. The interpolation method generally uses a 

single layering technique where the embedding 

process is done once for each interpolated sample. 

However, by adding a multi-layering technique, a 

single interpolated sample can be embedded multiple 

times; hence, it can make an audio cover hold 

significantly larger secret data. The multi-layering 

process itself is a method that embeds secret data onto 

an audio cover a specific number of times across all 

samples. In this case, the interpolated method can 

alter that static number into a dynamic variable, 

which can differ for all interpolated samples. 

3.1 Data embedding 

The steps of the embedding process, which are 

illustrated in Fig. 2, are explicitly detailed as follows: 

1. The Proposed Method starts by taking a cover 

audio file and sampling it to a 16-bit signed 

integer. Then, the sample value is converted to 

positive values for all sample spaces. The results 

of this normalisation process consist of values 

varying between 0 to 65535. 

2. Considering 𝐼𝑖  as the resulting interpolation 

sample at odd and even 𝑖 indexes, 𝑛 as the index 

of the original sample, and 𝑥 as a variable that 

continues to increase for every even sample run, 

the sample spaces resulted from Step 1 are then 

interpolated using Eq. (1) and the total sample 

after the interpolation process are obtained using 

Eq. (2). 

 

𝐼𝑖 =

{
 

 ⌊

𝑆
(
𝑖
2
)
+𝑆(𝑖−𝑥)

2
⌋ 𝑖𝑓 𝑖 𝑖𝑠 𝑒𝑣𝑒𝑛

𝑆
(
𝑖+1

2
)
          𝑖𝑓 𝑖 𝑖𝑠 𝑜𝑑𝑑

   (1) 

 

max(𝑖) = (max(𝑛) × 2) − 1    (2) 

 

3. Before the embedding process, the distance of 

the audio signal between an interpolated sample 

and a normalised sample. Taking 𝐶 as a variable 

of distance between the interpolated sample and 

the normalised sample in the audio signal, 𝑡  as 

the duration of the audio, and 𝑖 as the index of 

the interpolated sample, this value can be 

obtained from Eq. (3).  
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Figure. 2 Flowchart of data embedding process 

 

 

𝐶 = 
𝑡

max (𝑖)×2
     (3) 

 

4. Based on the value obtained for C in Step 3, the 

Proposed Method proceeds with Eq. (4) to 

obtain the sample space and the number of 

layering. It is important to note that the notation 

𝑑𝑖  indicates the distance between the original 

audio samples, 𝑥𝑖 and 𝑦𝑖 indicates the values at 

the i-index audio sample on the x and y-axis. 

Considering the notation 𝑁𝑖 as the sample space 

and the number of layers to be processed, the 

sample space and the number of layering are 

acquired using Eq. (5). 

 

𝑑𝑖 = √(𝑥𝑖 − 𝑥𝑖+1)
2 + (𝑦𝑖 − 𝑦𝑖+1)

2  (4) 

 

𝑁𝑖 = ⌊log2(𝐶 × 𝑑𝑖)⌋    (5) 

 

5. Before the payload concealment, the bits of the 

secret data are segmented based on the value of 

𝑁𝑖. To embed the bits of the secret data, there is 

an iteration of 𝑁𝑖 -times within the segmented 

secret data using Eq. (6). Then, a key is created 

depending on the same equation in (6). 

Considering 𝐼′𝑖  as the interpolated sample on 

even 𝑖  after the embedding process, b as the 

segmented payload. 

 

𝐼′𝑖 = {

𝐼𝑖 + 1
𝐼𝑖 − 1
𝐼𝑖

,
,
,
  

𝑘𝑒𝑦 = 11
𝑘𝑒𝑦 = 10
𝑘𝑒𝑦 = 00

  

𝑖𝑓 
𝑖𝑓 

𝑖𝑓 

𝑁𝑖 ≠ 0, 𝑏 > 0
𝑁𝑖 ≠ 0, 𝑏 = 0

𝑁𝑖 = 0
  (6) 

 

6. After successfully concealing all the payloads 

into the interpolated samples, the obtained 

samples are then denormalised to result in 

values between -32768 and 32767. The stego 

audio is obtained from these newly obtained 

values. 

3.2 Data and cover extraction 

To extract the secret data and the original cover 

audio, the Proposed Method follows the steps 

illustrated in Fig. 3. We now explicitly clarify the 

steps taken in the extraction process. 

1. The extraction process starts by sampling and 

normalising the stego audio to make all sample 

values positive, just like the first step of the 

embedding process. 

2. The sample spaces acquired from Step 1 are then 

divided into two parts, non-changed and 

changed samples (non-changed to mean original 

samples and changed to mean the samples 

altered by the proposed steganographic 

algorithm), based on the values from indices. If 

the index is odd, the sample will be counted for 

the original sample and vice versa for the even 

index. The sample division follows Eqs. (7) and 

(8) consider S and S’ as the non-changed and 

changed samples, respectively. 

 

𝑆
(
𝑖+1

2
)
= 𝐼′𝑖 𝑖𝑓 𝑖 𝑖𝑠 𝑜𝑑𝑑    (6) 

 

𝑆′𝑖
2⁄
= 𝐼′𝑖 𝑖𝑓 𝑖 𝑖𝑠 𝑒𝑣𝑒𝑛    (7) 
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Figure. 3 Flowchart of data extraction process 

 

 

3. Following Eq. (1) used in the embedding 

process, the samples are interpolated and based 

on Eqs. (3)-(5) from the embedding process, C 

is calculated to obtain the sample space. 

4. To get the bits of the secret data, Eq. (8) is used 

based on the key created in Step 5 of the 

embedding process, considering 𝑃 as the bit of 

the secret data. All these operations are 

performed on the samples obtained from Step 3. 

 

𝑃 = {
1, 𝑖𝑓 𝑘𝑒𝑦 =  11
0, 𝑖𝑓 𝑘𝑒𝑦 =  10

    (8) 

 

5. Considering S𝑖  as the sample of the original 

audio cover, 𝐼′𝑖  as the changed sample (at the 

even indices), the samples making the original 

audio are obtained using Eq. (9). 
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𝑆𝑖 = {

𝐼′𝑖 − 1

𝐼′𝑖 + 1

𝐼′𝑖

    

𝑖𝑓 

𝑖𝑓 
𝑖𝑓 

𝑘𝑒𝑦 = 11,𝑁𝑖 ≠ 0
𝑘𝑒𝑦 = 10,𝑁𝑖 ≠ 0
𝑘𝑒𝑦 = 00, 𝑁𝑖 = 0

      (9) 

 

6. After obtaining the original audio samples from 

Step 5, the original audio samples are 

denormalised to get the original sample before 

normalisation. 

4. Results and discussion 

This section, dedicated to presenting the 

outcomes of the proposed methodology, is structured 

into four coherent subsections. The initial subsection 

encompasses details of the experimental setup and 

evaluation metrics, providing insight into the 

experimental procedures and the criteria employed 

for results assessment. Subsequently, the second 

subsection delves into an in-depth analysis and 

discussion of the acquired results, presented through 

tables and graphs. The third subsection entails the 

outcomes of an ablation study, wherein the 

effectiveness of the proposed method is scrutinised 

with and without the newly introduced components 

of the model. The final subsection involves a 

comparative analysis of the results, drawing 

distinctions between the proposed method and state-

of-the-art works in the field. 

4.1 Experimental setup and evaluation metrics 

In the experiment, a set of 15 audio files was 

selected from the IRMAS (instrument recognition in 

musical audio signals) dataset [23] to serve as cover 

data files, each with a precisely defined sample size 

of 132,299. To provide a reference guide for 

understanding the instrumentation and genres 

associated with the cover audio files, Table 1, 

referring to the works in [16], presents information 

on 15 cover audio files used in the experimentation 

of this work. As mentioned earlier, audio files are 

stored in .wav format due to their originality with no 

compression, ensuring that no information is lost 

even when other data is embedded within them [24]. 

The Audio files are labelled "Audio 1" through 

"Audio 15," corresponding to the respective audio 

genre. The "Instrument" represents the primary 

instrument utilised in recording each cover audio file, 

including Cello, Acoustic Guitar, Piano, Saxophone, 

and Human Singing Voice. The "Genre" categorises 

each cover into Country-folk, Classical, or Pop-Rock 

genres, offering insights into the collection's diverse 

musical styles. Concurrently, an additional set of 11 

text files was chosen to act as payload data. These 

audio files were systematically  

Table 1. Cover Audio Files Specifications 

Cover Instrument Genre 

Audio 1 

Cello 

Country-folk 

Audio 2 Classical 

Audio 3 Pop-Rock 

Audio 4 

Acoustic Guitar 

Country-folk 

Audio 5 Classical 

Audio 6 Pop-Rock 

Audio 7 

Piano 

Country-folk 

Audio 8 Classical 

Audio 9 Pop-Rock 

Audio 10 

Saxophone 

Country-folk 

Audio 11 Classical 

Audio 12 Pop-Rock 

Audio 13 
Human Singing 

Voice 

Country-folk 

Audio 14 Classical 

Audio 15 Pop-Rock 

 

 

categorised into three genres, as referred to in [22]: 

country folk, classical, and pop-rock, each 

corresponding to five distinct instruments. These 

genres are differentiated by the specific instruments 

used. Country Folk music typically features cellos, 

acoustic guitars, pianos, saxophones, and vocals. 

Similarly, Classical and Pop-Rock music also use 

these instruments, but with different coding schemes 

to distinguish them within their respective genres 

[22]. Furthermore, it is noteworthy that the payload 

comprises 11 text files of varying sizes, ranging from 

1 to 100 kilobits (kb), featuring content in the form of 

"Lorem Ipsum" text [25]. 

The evaluation metrics employed in this take 

reference from the state-of-the-art methods 

evaluation, wherein mean squared error (MSE) and 

the PSNR serve as comprehensive benchmarks for a 

thorough assessment of the proposed audio 

steganographic algorithm. The comparison of stego-

audio quality with the original audio file is facilitated 

through the PSNR value computed from the MSE as 

delineated in Eqs. (10) and (11) [6]. MSE quantifies 

the error between stego-audio and initial audio 

samples, with 𝑁 representing the sample count in the 

audio, 𝑆𝑡𝑖  denoting a sample from the initial audio 

and 𝑆𝑡′𝑖Signifying a sample from the stego-audio. 

Concurrently, the PSNR determines the similarity 

between the initial audio and stego-audio, with the 

symbol 2𝑏𝑠  denoting the highest value of the bit-

depth, where 𝑏𝑠 is 16 bits. 

 

𝑀𝑆𝐸 =  
1

𝑁
∑ (𝑆𝑡𝑖 − 𝑆𝑡𝑖)

2 𝑁
𝑖=1               (10) 

 



Received:  April 8, 2024.     Revised: May 4, 2024.                                                                                                          358 

International Journal of Intelligent Engineering and Systems, Vol.17, No.4, 2024           DOI: 10.22266/ijies2024.0831.27 

 

𝑃𝑆𝑁𝑅 =  10 × log10
(2𝑏𝑠−1)2

𝑀𝑆𝐸
             (11) 

 

4.2 Obtained results 

Fig. 4 illustrates PSNR values across different 

payload sizes for various audio genres; noteworthy 

patterns emerge. This comprehensive figure offers 

critical insights into steganography within audio 

cover files. Analysing the average PSNR values 

reveals a consistent trend, depicting a gradual decline 

from 120.39 dB for 1kb payloads to 100.55 dB for 

100kb payloads. This trend elucidates the delicate 

balance required in steganographic practices, 

emphasising that smaller payloads exhibit superior  

 

 
Figure. 4 PSNR obtained across various payload sizes using all tested audio samples 

 

 

 
Figure. 5 Average PSNR Values for Audio Cover in Various Payload Sizes 
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concealment fidelity. In comparison, larger payloads 

may introduce perceptible distortions of the audio file 

used as a cover. Based on these results, practitioners 

in steganography can leverage these results to refine 

existing techniques or develop novel strategies 

tailored to the specific requirements of different 

audio genres and payload sizes. The maximum PSNR 

value for Audio 14 at 120.70 dB is observed, 

underscoring the exceptional fidelity achieved with a 

1kb payload. Conversely, the minimum PSNR value 

is recorded for Audio 9 at 100.52 dB with a 100kb 

payload, indicating a notable drop in quality as the 

payload size increases. This variation suggests that 

the effectiveness of the proposed scheme to hide the 

secret data in audio files may vary across different 

audio genres, and careful consideration is required to 

balance file size and perceptual audio quality. A 

consistent trend is discernible when analysing the 

average PSNR values. The average PSNR begins at a 

high of 120.39 dB for 1kb payload sizes and 

gradually decreases to 100.55 dB for 100kb payloads. 

This decline highlights the trade-off between file size 

and audio quality, with larger payloads generally 

resulting in reduced fidelity. The average PSNR 

values provide a valuable overview of the overall 

performance of the proposed scheme across diverse 

audio genres. 

Moreover, Fig. 5 quantitatively assesses the 

fidelity of audio covers across different payload sizes 

using the PSNR as the evaluation metric. The figure 

reveals a range of average PSNR values, from a 

minimum of 105.45 (Audio 13) to a maximum of 

105.51 (Audio 9), suggesting a relatively narrow 

spread of values. Several genres stand out as high 

performers in maintaining audio quality after 

processing or compression. Audio 13, with the 

highest average PSNR of 105.45 and Audio 10, 

Audio 12, and Audio 14 demonstrate exceptional 

fidelity. Conversely, certain genres exhibit lower 

average PSNR values, indicating potential challenges 

in maintaining fidelity during secret data 

concealment. For instance, audio 2, Audio 11, and 

Audio 13 have comparatively lower average PSNR 

values, suggesting that these genres may experience 

more significant distortion or loss. The overall 

consistency of relatively high average PSNR values 

across most genres, such as Audio 1, Audio 3, Audio 

4, Audio 5, Audio 6, and Audio 7, suggests that the 

proposed method is effective across diverse musical 

styles. 

4.3 Ablation study results 

The data illustrated in Fig. 6 present an ablation 

study evaluating the effectiveness of a proposed 

steganographic method applied to various audio 

genres, comparing its performance with and without 

the incorporation of multi-layering. The PSNR values, 

indicative of the quality of concealed data within the 

audio covers, are measured for two randomly chosen 

payload sizes (1 kb and 10 kb). Across all audio 

genres and payload sizes, the proposed method 

consistently outperforms its counterpart without 

multi-layering. Notably, in the case of Audio 1 with 

a 1 kb payload, the proposed method achieves a 

substantial PSNR of 120.44 dB, while the version 

 

 

 
Figure. 6 PSNR yielded through an ablation experiment 
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Figure. 7 The average PSNR values comparison between the Proposed Method and the existing methods 

 

 

lacking multi-layering lags behind at 107.08 dB. This 

discrepancy underscores the significant positive 

impact of multi-layering in enhancing the 

steganographic method's ability to maintain high-

quality audio despite the concealed payload. 

Examining the results for Audio 8 with a 10 kb 

payload further exemplifies the superiority of the 

proposed method with multi-layering. Here, the 

PSNR is 110.43 dB, indicating robust data 

concealment, whereas the version without multi-

layering exhibits a notably lower PSNR of 94.44 dB. 

These findings emphasise the consistent trend 

observed across different audio genres and payload 

sizes, highlighting the pivotal role of multi-layering 

in achieving superior steganographic performance. 

These results imply that incorporating multi-layering 

enhances the steganographic method's resilience to 

potential attacks and increases the quality of 

concealed data within audio files. 

4.4 Results comparison with the existing works 

To highlight the performance of the proposed 

method in comparison to the existing works 

considered in this study, Fig. 7 illustrates a 

comparative portrait of the average PSNR values 

between the proposed steganographic method and 

two existing methods introduced [7], [16], and [18] 

across various payload sizes (1kb to 100kb). For the 

method in [18], the PSNR values consistently 

decrease as the payload size increases, ranging from 

119 dB for 1kb to 95 dB for 100kb. Similarly, the 

method in [16] exhibits a declining trend, with PSNR 

values decreasing from 115 dB for 1kb to 92 dB for 

100kb. These decreasing trends suggest that as the 

payload size grows, the quality of concealed data 

diminishes for both existing methods, which has been 

pinpointed in the previous section. The research work 

in [7] presented promising results in comparison to 

other related works, but it still showed a sensitive 

issue of being unable to hide all the secret data. Based 

on the data reported for the research in [7], from a 

payload of 800kb, their algorithm has not been able 

to hide all the secret data.  

Comparing the method proposed in this study and 

the obtained results, it is identified that the proposed 

method, which uses a combination of sample 

interpolation and multi-layering, outperforms the 

previous works referenced in [7], [16], and [18] in 

terms of the quality of the stego-audio which is 

justified by the highest PSNR values presented with 

the proposed method. It is crucial to note that the 

PSNR results yielded with the proposed method show 

a slight improvement of the PSNR reported in [7] due 

to its new feature of using multi-layering, which can 

hide all the secret bits, which makes it superior and 

outperforming as compared to others.  

Moreover, to emphasise the scientific 

contribution of the method proposed in this study, it 

is noteworthy that the obtained results in PSNR are 

indicators of a promising attempt to address the 

drawbacks showed by other previous works in [6], [8], 

and [9]. The PSNR values reported in [8] identified 



Received:  April 8, 2024.     Revised: May 4, 2024.                                                                                                          361 

International Journal of Intelligent Engineering and Systems, Vol.17, No.4, 2024           DOI: 10.22266/ijies2024.0831.27 

 

them to range from 80.44 to 90.64 dB, which is 

inferior to the one yielded with the proposed method 

because our PSNR ranges from 100. 55 to 120.39 dB. 

Comparing the proposed method to the works in [6] 

and [9], it is also shown that the proposed method 

availed a promising scheme for steganography in 

audio covers. An indicator of the outperformance of 

the proposed method with sheds light on its scientific 

contribution to the field is based on the best results 

yielded as compared to the existing works considered 

for a benchmark. 

5. Conclusion 

In the realm of rapidly advancing information 

transmission technology, the imperative of ensuring 

the secure development of all application facets is 

undeniable, especially given the pervasive 

transmission of data over public networks. The 

absence of robust security measures leaves a 

significant vulnerability, creating a potential risk for 

data compromise during transmission. Hence, 

implementing a dependable data-hiding scheme 

becomes essential to protect confidential information. 

This study introduces an innovative strategy that 

amalgamates interpolation and multi-layering 

operations, aiming to elevate the security of 

transmitted information, mainly when dealing with a 

substantial payload size. The proposed method 

exhibits remarkable results in enhancing the payload 

size accommodated in audio files, achieving an 

overall average PSNR of 105.484 dB. It is crucial to 

highlight that the obtained results fall within 120.697 

dB to 100.524 dB, reflecting an ideal quality 

benchmark for securing audio files.  

For future research endeavours, further 

refinement of the proposed method could be achieved 

by incorporating paradigms from other works, such 

as [19-21], to enhance the quality of stego audio files, 

especially in scenarios involving large payload sizes. 
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