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Abstract: Watermarking is a copyright authentication technique. This research proposes a robust watermarking 

method with a combination of Tchebichef transformation and singular value decomposition (SVD). To maintain 

imperceptibility, embedding is done on one of the selected frames. Frames are randomly selected to increase watermark 

security. Frame selection is based on two integer keys processed by a linear congruential generator (LCG). The selected 

frame is then converted to its color space from RGB to YCbCr. Y channel (luminance) was selected to be processed 

by Tchebichef transformation based on block 8 × 8, the coefficient 0.0 for each block of the transformed results was 

selected and collected on a matrix. This matrix is then transformed with SVD and a singular matrix is selected for 

watermark embedding, this method is done to increase robustness. Based on the test results, the imperceptibility value 

is very good with an average value of 50.952dB, based on the PSNR as a measuring tool. Whereas in the robustness 

aspect, a value of 0.927 is generated based on the results of the measurement of the correlation between the watermark 

and the original watermark, where these results are the average extraction results without and with various attacks. 

Keywords: Copyright protection, Linear congruential generator, Singular value decomposition, Tchebichef Transform, 

Video Watermarking. 

 

 

1. Introduction 

Digital data authentication, especially multimedia 

data, is needed at this time. Internet technology is a 

necessity especially in the era of the Covid-19 

pandemic, which is currently forcing people to reduce 

activities outside the home. Sharing of data and 

information, especially multimedia data, is mostly 

done via the internet. Some digital data spread over 

the internet has a copyright that must be protected. 

One of the methods of copyright protection that is 

widely used is watermarking. Watermarking is a data 

hiding technique. This method requires cover media 

which is generally in the form of video, image, or 

audio [1, 2]. Whereas logos or messages that are 

embedded as copyright on media covers generally 

can be in the form of images or text, but in 

watermarking, copyright in the form of images is 

preferred because it is more resistant to attack, while 

copyright in the form of a text can change meaning 

significantly when there is a change in bit value due 

to attacks. 

One of the requirements for image watermarking 

is that the copyright size must be smaller than the 

media cover. Also, the watermark results in must-

have aspects such as imperceptibility, robustness, and 

security [1–4]. Watermarking is quite similar to the 

steganography method because these two methods 

are both branches of data hiding science. The 

difference between watermarking and steganography 

is the purpose of protection. Watermarking aims to 

protect the media cover, where the embedded 

message must be able to survive when manipulation 

and attacks are carried out on the media cover so that 

the media cover can still be authenticated as to who 

owns the copyright [5, 6]. Whereas steganography 

prioritizes message security, messages must be 

guaranteed security, and in the worst conditions, 

messages should be destroyed than messages read by 

irresponsible people [6]. 
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There are two domains of copyright embedding 

in data hiding, namely spatial and frequency [7]. The 

spatial domain has advantages in the imperceptibility 

and payload aspects of the message, but it is weak 

against manipulation, where the message will be 

easily damaged, so this domain is less suitable for the 

watermarking method. Watermarking research uses 

more of the frequency domain when embedding 

copyright because it is more robust against 

manipulation on media covers, or it can also be done 

by hybrid domains (frequency and spatial) [8].  

Several methods in the frequency domain have 

been widely applied, i.e. discrete Fourier transform 

(DFT) [9-11], discrete cosine transform (DCT) [12, 

13], discrete wavelet transform (DWT) [14, 15], 

singular value decomposition (SVD) [16, 17], and 

discrete Tchebichef transform (DTT) [14, 17, 18]. 

From these researches, several transformation 

methods are also combined, this aims to improve the 

quality of the watermarked image, both in terms of 

imperceptibility, robustness, and security [19]. In 

more detail, this research highlights some of the 

above transformation methods such as SVD and DTT. 

Various studies using SVD as a transformation, on 

average are relatively stronger against attack 

geometry and good stability [20-22]. When SVD is 

combined with DCT, the watermark is increasingly 

robust against attacks such as JPEG compression and 

increased noise [23]. There is another transformation 

that has many similarities with DCT, namely DTT. 

DTT has the advantage of simpler computational 

complexity compared to DCT, even though DTT has 

identical qualities to DCT [24], so DTT and SVD are 

combined and proposed in this research. 

Currently, research on watermarking is mostly 

carried out on digital images as cover media. This is 

because the image has two dimensions that are more 

complex than the audio, making it more challenging 

to study. Besides, digital images are relatively more 

difficult for the human senses to perceive. 

Watermarking with cover video media is more 

complex than image and sound media. This is 

because the video has many frames (images) that are 

displayed sequentially so that it looks moving. 

Besides, the video has audio that can be played 

simultaneously with the frame[5]. Video has the 

advantage of a larger message payload and very high 

imperceptibility if the embedded message is very 

small, for example, it is only embedded in a frame 

among thousands of frames in the video. Besides, the 

method of embedding videos can be more diverse, 

here the watermarking method can be more varied by 

combining existing methods to increase 

watermarking security [5, 25]. But because of its 

large size, because of the large number of frames and 

audio data, the process carried out on video 

watermarking requires relatively longer computation 

time. 

In this research, the watermarking method on the 

video will be explored further. Several domain 

transformation methods will be combined with 

random insertion techniques to increase security. 

This paper will be divided into five sections, i.e., the 

first section is an introduction, which discusses the 

background of researching watermarking videos; the 

second section is related work, where it is discussed, 

analyzed and hypotheses are carried out from the 

researches so that the idea of developing methods 

emerges; the third section is the proposed method, in 

the section, it explains the design of the method both 

with diagrams and narrative steps, and explains the 

theories used are needed; the fourth section is the 

presentation of the results and their discussion, and 

the last section is the conclusions which contain the 

conclusions and suggestions for the next research. 

2. Related work 

As explained in the introduction, watermarking 

with video as a media cover is quite challenging and 

complex. In this section, some related research on 

video watermarking is explained. 

Oliveira et al. [26], proposed a watermarking 

method based on Discrete Tchebichef Transform 

(DTT). The motivation for using DTT is because this 

transformation has low complexity, similar property 

to DCT, making it suitable for the image and video 

coding. In his continued research, Oliveira et al. [27], 

also proves that DTT has very promising results and 

can be developed to increase resource consumption 

efficiency with optimal image quality and video 

coding. 

Setyono et al. [17] explicitly implement the DTT 

method on image watermarking. DTT is combined 

with SVD transformation based chaos embedding. 

This method can produce imperceptible watermarks 

and has dominant resistance to filter media attacks, 

rescaling, JPEG compression, and salt and pepper 

when compared to previous methods. This method is 

also quite good at defending against geometric 

attacks because of the advantages of the SVD 

transformation used. 

In research conducted by Li et al. [28], 

watermarking on video is done using DCT, where the 

video watermarking is done based on MPEG2 

compression. The watermark embedding is done on 

the DC coefficient based on the H&G algorithm and 

quantization to improve performance. A standard 

video was used in his research. This research 

produced a watermark with better extraction than the 
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standard method and obtained a PSNR value above 

37dB. 

Bhardwaj et al. [29] proposed a watermark 

embedding technique in the video using lifting 

wavelet transform (LWT). The first time the video is 

extracted the frames, to select one of the frames for 

embedding the watermark. The videos used are 

standard videos such as akiyo, foreman, hall, etc. 

While the watermark used is a binary image. 

Embedding is done by doing three levels of LWT, at 

the first and second level LL sub-band, and at the 

third level is selected LH sub-band. The LH subband 

is divided into 4 × 4 blocks, then before being 

embedded, both the watermark and the LH sub-tire 

blocks are shuffled and then embedded with a 

quantization process. Next, an inverse shuffle and an 

LWT inverse were carried out to get a watermarked 

video. Based on this method, the PSNR value is 

above 41 dB for all videos tested.  

The watermarking method proposed by Sari et al 

[23], watermarking is performed on color images, by 

first converting the RGB color space to YCbCr, then 

the watermark is embedded in the Y channel 

(luminance). This channel contains image intensity, 

the goal is to increase the robustness of the watermark. 

Embedding is performed using a combination of 

DCT and SVD transformations to optimize yield. 

Rachmawanto et al. [30], proposed a video 

steganography technique using LCG-based PVD. 

LCG is a linear congruential generator, which in this 

research is used to select a frame to embed a message, 

quite similar to research [29], where there is a 

selection of frames before embedding the watermark. 

The LCG algorithm is quite simple and doesn't take a 

long time, making it suitable for processing video 

coding. 

From the related work above, it has been 

explained that several proposed methods can work 

well in the image. Especially in color images, the 

conversion of the color space from RGB to YCbCr 

and embedding it on the Y channel can increase 

watermark robustness. However, increasing 

robustness has a risk of reducing imperceptibility. In 

this research, a video object is used which has more 

parameters that can be used to get more optimal 

results, of course, if the appropriate composition is 

obtained. Videos have many frames, embedding a 

watermark based on the frame selection process is 

indeed proven to produce good imperceptibility 

values, and of course, it can increase watermark 

security. Besides, the Tchebichef Transformation 

excels in computation speed because of its low 

complexity, but it also has properties similar to that 

of DCT which are strong against attacks. Meanwhile, 

SVD excels in resistance to geometric attacks. Based 

on some of the related work that has been proposed, 

this research proposes a combination of Tchebichef 

and SVD transformations in video watermarking 

where the embedding is carried out on one of the 

selected frames using an LCG generator. The frame 

color space will be changed from RGB to YCbCr to 

improve watermark robustness. 

3. Proposed method 

This section describes in more detail the process 

of embedding and extracting watermarks on videos 

using a combination of Tchebichef and SVD 

transformations.  

3.1 Embedding scheme 

The proposed embedding scheme requires three 

inputs, namely the original cover video, 

watermark/copyright, and LCG key. To see the 

workflow of the proposed embedding method, see 

Fig. 1. Based on Fig. 1, in detail the process is 

described as follows: 

1. The original cover video is read for the first time, 

where the cover video data will be used in the 

embedding process, some of which is the number 

of frames (𝑛𝑓) and video dimensions.  

2. Furthermore, two input variables are needed, as 

the LCG key, namely variables 𝑎  and 𝑏 . The 

LCG requires a variable 𝑚 , but the variable 

automatic generates based on the number of 

frames (𝑚 =  𝑛𝑓). By default, the LCG can be 

calculated by Eq. (1)[30], because LCG can 

generate pseudo-random numbers, but because 

only the first random number is needed, it is 

based on Eq. (1), a slight modification is done, 

where the value of n will be limited to 2, where 

the initial n value = 1 so that the values of 𝑍1and 

𝑍2 are generated. The 𝑍1 and 𝑍2 values are then 

added and divided in half and the results are 

floored to get the frame value that will be 

embedded with the watermark. 

 

𝑍𝑛 = (𝑎. 𝑍𝑛−1 + 𝑏)𝑚𝑜𝑑 𝑚         (1) 

 

3. Nilai LCG yang dihasilkan selanjutnya 

digunakan untuk mendapatkan frame ke-Z yang 

saat melakukan ekstraksi frame. 

4. Setelah didapatkan frame ke-Z, dilakukan 

konversi ruang warna pada Frame, dari ruang 

warna RGB menjadi YCbCr dengan Eq. (2) 
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[
𝑌

𝐶𝑏
𝐶𝑟

] = [
0.299 0.587 0.114

−0.1687 −0.3313 0.5
0.5 −0.4187 −0.0813

].   

[
𝑅
𝐺
𝐵

] + [
0

128
128

]                    (2) 

 

5. Next, select the Luminance (Y) channel to 

perform the Tchebichef transformation by 

dividing the Y channel into non-overlapping 

blocks ( 𝑆 ) with a size of 8 × 8 pixels, the 

Tchebichef transformation is carried out using Eq. 

(3). Y channel chose because this channel 

represents intensity which contains the core 

meaning of the image [31]. 

 

𝑇𝑥𝑦 = ∑ ∑ 𝑡𝑥(𝑖)𝑡𝑦(𝑗)𝑆(𝑖, 𝑗)7
𝑦=0

7
𝑥=0  (3) 

 

Based on the Tchebichef transformation on Eq. 

(3) there are 𝑡𝑥(𝑖)  and 𝑡𝑦(𝑗) , which are 

Tchebichef's orthonormal polynomials. Where 

the degrees x and i refer to the abscissa of the Y 

channel frame pixels, while y and j are the 

ordinates of the Y channel frame pixels. T is the 

result of Tchebichef's transformation based on 

the pixel spatial value (𝑆) of the Y channel frame. 

𝑡0(𝑖)  can be calculated by Eq. (4), 𝑡1(𝑖)can be 

calculated by Eq. (5), while for 𝑡2(𝑖), up to 𝑡7(𝑖) 

can be calculated by Eq. (6). 

 

𝑡0(𝑖) =
1

√8
                                 (4) 

 

𝑡1(𝑖) = 2𝑖 + 1 − 8)√
3

8(82−1)
        (5) 

 

𝑡𝑥(𝑖) = (𝛼1𝑖 + (𝛼2)𝑡𝑢−1(𝑖) + 𝛼3𝑡𝑥−2(𝑖) (6) 

 

In Eq (6), there is 𝛼1 which can be calculated by 

Eq. (7), 𝛼2 which is calculated by Eq. (8) and 𝛼3 

calculated by Eq. (9). 

 

𝛼1 =  
2

𝑥
√

4𝑥2−1

82−𝑥2                                  (7) 

 

𝛼2 =  
1−8

𝑥
√

4𝑥2−1

82−𝑥2                     (8) 

 

𝛼3 =  
𝑥−1

𝑥
√

2𝑥+1

2𝑥−3
√

82−(8−1)2

82−𝑥2        (9) 

 

6. Collect each value from T (0,0) in each block, 

then collect it on a matrix (𝑀𝑑𝑐). The value at 

T(0,0), was chosen because this value contains 

the core value of the frame, it is identical to the 

DC value in DCT [7]. 

7. Perform SVD transformation on 𝑀𝑑𝑐, then take 

singular matrix. Transformasi SVD dapat 

dilakukan dengan Eq. (10). 

 

  𝑆𝑉𝐷 = 𝐻𝑆𝑉𝑇                            (10) 

 

8. Where 𝐻  is the horizontal matrix, 𝑆  is the 

diagonal matrix and 𝑉 is the vertical matrix. 

9. On the other hand, read the watermark image, 

then transform the watermark image SVD, then 

take the singular matrix.  

10. Embed a watermark (𝑆𝑤). on the singular matrix 

(𝑆𝑑𝑐) using the specified β value, to produce a 

new singular matrix( 𝑆𝑚 ). Embedding can be 

done with Eq. (11). 

 

  𝑆𝑚 = 𝑆𝑑𝑐 + (𝑆𝑤 . 𝛽)                (11) 

 

11. Perform an inverse SVD on the T(0,0) matrix 

(𝑀𝑑𝑐) so that you get a new T(0,0) matrix that 

has been embedded with a watermark, where the 

singular matrix (𝑆𝑑𝑐) is replaced with 𝑆𝑚.  

12. Next, return the T (0,0) value for each of the 

appropriate Tchebichef blocks, then perform the 

inverse Tchebichef transformation with Eq. (12) 

to get the watermarked frame. 

 

𝑆(𝑖,𝑗) = ∑ ∑ 𝑇𝑥𝑦𝑡𝑥(𝑖)𝑡𝑦(𝑗)7
𝑗=0

7
𝑖=0        (12) 

 

13. Convert the color space from YCbCr to RGB on 

the watermarked frame with Eq. 13. 

 

[
𝑅
𝐺
𝐵

] = [
1 0 1.402
1 −0.34414 −0.7414
1 1.772 0

].             

[
𝑌

𝐶𝑏
𝐶𝑟

] − [
0

128
128

]                          (13) 

 

14. Replace the original frame with a watermarked 

frame to get a watermarked video. 

3.2 Extraction scheme 

In the extraction scheme, several inputs are 

required, namely the original cover video, watermark, 

and LCG key. The extraction process is carried out 

using a non-blind method, so a watermarked video is 

also required in the extraction scheme. To see the 

workflow of the proposed embedding method, see 

Fig. 2. Whereas in detail the process is described as 

follows. 
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Figure. 1 Embedding scheme 

 

1. Read the original cover video and watermarked 

video, get data such as the number of frames and 

video dimensions for the extraction process. 

2. Input variables 𝑎  and 𝑏  as LCG keys, then 

generate pseudo-random values using Eq. (1). 

Get the first two values from the pseudo-random, 

get the average value then round it down (same 

as step 2 of the embedding scheme). 

3. Extract both videos, then take the frame based on 

the value generated in step 2. 

4. Convert RGB color space to YCbCr on the 

original frame and watermarked frame. 

5. Perform steps 5 to 7 on the embed scheme on the 

original frame and the watermarked frame. So we 

get the original singular matrix ( 𝑆𝑑𝑐)  and 

watermarked singular matrix(𝑆𝑚). 

6. Extract both singular frame matrices to get the 

singular watermark matrix, do it with Eq. (14). 

 

 
Figure. 2 Extraction scheme 

 

𝑆𝑤 = (𝑆𝑤 − 𝑆𝑑𝑐)/𝛽                         (14) 

 

Where the value of β is the same as the 

watermark embedding process 

7. Pada sisi lain, baca watermark, lakukan 

transforasi SVD, untuk mendapatkan matrik H 

dan Matrik V. 

8. Get recover watermark by inverse SVD based on 

the singular matrix (𝑆𝑤) 
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4. Implementation and analysis 

In this section, the initial step taken is data 

collection. Standard video data is carried out in this 

research so that comparisons can be made with the 

previously set. Standard videos compiled from the 

media.xiph.org/video/derf/ page. All downloaded 

videos have a resolution of 384 × 288 pixels (4: 3) 

and have a y4m extension.  

In the implementation process, the Matlab 

R2015a application is used with a laptop device that 

has AMD A12-9720P processor specifications and 

8GB memory (7.39 GB usable). Because Matlab 

cannot read the y4m extension, it is necessary to 

convert the video to AVI with the Total Video Audio 

Converter 4 application, then read and rewrite it using 

the Matlab VideoReader and VideoWriter functions 

with Uncompress AVI mode. The entire video has 

300 frames. Fig. 3 presents the first frame of each 

video used. The watermark image is a binary image 

with a resolution of 48 × 36 pixels. The watermark 

image is presented in Fig. 4. 

After the entire dataset is ready, the proposed 

method is implemented. For example, for the values 

of the variables, 𝑎, and 𝑏 in the LCG key used are 

2006336 and 2012404, so the values of Z1 = 240 and 

Z2 = 244 are obtained so that the selected frame for 

embedding is the 242nd frame. While the β value used 

in each video is the same, which is 20. After 

embedding the video, the quality is measured using 

the peak signal to noise ratio (PSNR) and mean 

square error (MSE). The higher PSNR value indicates 

the watermarked video quality that is more similar to 

the original video, while the MSE value should be the 

opposite, where the smaller MSE value (closer to 0) 

indicates that the watermarked video quality is 

playing well. The MSE and PSNR values on the 

video can be calculated by Eq. (15) and Eq. (16). The 

results of the PSNR and MSE calculations are 

presented in Table 1. 

 

𝑀𝑆𝐸 =                                                                  
1

𝑤×ℎ×𝑐×𝑓
∑ ∑ ∑ ∑ ‖𝑉𝑤(𝑖, 𝑗, 𝑘, 𝑙) −

𝑓
𝑙=1

𝑐
𝑘=1

ℎ
𝑗=1

𝑤
𝑖=1

𝑉𝑜(𝑖, 𝑗, 𝑘, 𝑙)‖2              (15) 

 

𝑃𝑆𝑁𝑅(𝑑𝐵) = 10 × 𝐿𝑜𝑔 10 (
2552

√𝑀𝑆𝐸
)            (16) 

 

Where 𝑤 is the width of the video frame, ℎ is the 

height of the video frame, 𝑐 is the number of channels 

(red, green, and blue) in the frame, and 𝑓 is the 

number of video frames. 𝑉𝑤 is watermarked video, 𝑉𝑜 

is original cover video, while 𝑖, 𝑗, 𝑘, 𝑙  are the 

coordinates of the pixel values. 

 

 
(a) 

 
(b) 

 
(c) 

 
(d) 

Figure. 3 Video cover used: (a) akiyo, (b) bus, (c) 

foreman, and (d) hall 

 

 
Figure. 4 Watermark image used 

 
Table 1. PSNR and MSE results of watermarked video 

Video PSNR (dB) MSE  

akiyo 46.951007 1.312138 

bus 54.451713 0.233297 

foreman 51.107109 0.503929 

hall 51.298101 0.482248 

average 50.951983 0.632903 

 

Based on the results presented in Table 1, it 

appears that the PSNR values presented are quite 

varied, from 46.951007dB to 54.451713dB. The 

PSNR value is not stable enough for each video, but 

the lowest value is still above 40dB, which shows that 

the PSNR value is still in the excellent category, as 

well as the MSE value which is entirely below 1.  

In the next test, the extraction process is carried 

out, in which two kinds of extraction, namely 

extraction without attack and extraction which is 

done after the watermarked video is manipulated. Fig. 

5 shows a sample frame of one of the videos, the one 

with no attacks and the one with multiple attacks. All 

attacks are carried out with Matlab functions. 

The information presented in Fig. 3 is the type of 

attack carried out, where the attack index sequence is 

also the same as that shown in Table 2 and Table 3. 

In Table 2, the value of the robustness quality 

calculation using the correlation coefficient (cc) 

measurement tool is presented,  

where cc is measured by Eq. (17), whereas in 

Table 3 the visually extracted watermark is presented. 

 

𝑐𝑐 =
∑ ∑ (𝑤𝑖𝑗−�̅�)(𝑒𝑖𝑗−�̅�)𝑗𝑖

√(∑ ∑ (𝑤𝑖𝑗−�̅�)2)𝑗𝑖 (∑ ∑ (𝑒𝑖𝑗−�̅�)2
𝑗𝑖 )

                   (17) 
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(a) 

 
(b) 

 
(c) 

 
(d) 

 
(e) 

 
(f) 

 
(g) 

 
(h) 

 
(i) 

 
(j) 

 
(k) 

 
(l) 

Figure. 3 Sample frame of Akiyo video after: (a) no 

attack, (b) blurred (disk, 3), (c) cropped 128×128 pixels, 

(d) flip horizontal, (e) flip vertical, (f) gaussian noise 

0.05, (g) histogram equalization, (h) motion JPEG AVI 

Q=10, (i) motion JPEG AVI Q=50, (j) rescaling 50%, (k) 

rotate 180°, and (l) salt and pepper 0.1 

 

Where 𝑤  is original watermark image, 𝑒  is 

extracted watermark image, 𝑖, 𝑗  is the watermark 

image resolution,  �̅� is mean of 𝑤𝑖𝑗 and �̅� is mean of 

𝑒𝑖𝑗. 

Table 2. CC results of extracted watermark 

a
tt

a
ck

 

akiyo bus foreman hall  

a 0.939140 0.974698 0.930655 0.870101 

b 0.937504 0.974160 0.929739 0.867410 

c 0.917044 0.943560 0.921919 0.872875 

d 0.939020 0.974227 0.930569 0.870632 

e 0.939140 0.974698 0.930655 0.870101 

f 0.932648 0.967890 0.925550 0.862816 

g 0.939680 0.966852 0.953798 0.913909 

h 0.939373 0.974709 0.930709 0.870151 

i 0.939118 0.974712 0.930727 0.869952 

j 0.939026 0.974683 0.930573 0.869625 

k 0.938344 0.974227 0.930569 0.870632 

l 0.932445 0.968456 0.924927 0.862776 

avg 0.936040 0.970239 0.930866 0.872582 

 

Table 3. Extracted watermark results 

attack akiyo bus foreman hall  

a 
    

b 
    

c 
    

d 
    

e 
    

f 
    

g 
    

h 
    

i 
    

j 
    

k 
    

l 
    

 

Based on the results presented in Table 2 and 

Table 3, it appears that none of the watermark 

extraction results get a perfect score. The brightness 

level of the color on the frame greatly affects the 

results of watermark embedding and extraction. In 

the akiyo, foreman, and hall video have colors that 

tend to be brighter, while the bus video has a darker 
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color composition. Initial extraction and β value in 

watermarked video greatly affect all watermark 

extraction. However, this proposed method has 

advantages in the aspect of robustness, where all 

extraction by the attack has a value close to extraction 

without attack. So, even though the extraction cannot 

be perfect, this method is proven to have strong 

robustness to various kinds of attacks, especially 

geometric attacks such as flip and rotate, this is due 

to the use of SVD transformations. In the attack of 

Gaussian noise, salt and pepper, rescaling, 

compression, blur, and histogram equalization this 

method is quite strong because the embedding is done 

on the luminance (Y) channel, where the Tchebichef 

transformation results of 0.0 coordinates in each 8×8 

matric are collected. So that the watermark is right on 

the core of the image. This makes watermarks more 

difficult to remove with various manipulation models. 

SVD also plays a role in increasing the 

imperceptibility of watermarked videos. An 

interesting finding is that in the extraction results of 

the histogram equalization attack (attack no. g), it was 

found that the cc value was better than the extraction 

without attack, this was due to the imperfect 

extraction results of watermarked video without 

attack. The use of the LCG method also adds 

watermark security because the watermark insertion 

is done randomly on a certain frame based on the key. 

Furthermore, at this stage, comparisons are also 

carried out with several previous methods, such as 

research conducted by Li et al. [28] and Bhardwaj et 

al. [29]. Comparisons are carried out on standard 

video covers such as akiyo, foreman, and hall, while 

for the type of watermark a binary image is used. It 

should be noted that in the comparisons presented in 

Table 4 and Table 5, some have blank values (marked 

with "-"), this is because not all test results in the 

dataset were presented in previous research. 

Based on the results presented in Table 4 it 

appears that the proposed method has advantages in 

the imperceptibility aspect. On the method that Li et 

al. [28] the embedding was carried out at the DC 

coefficient or coordinates 0.0, this research was also 

carried out, but the transformation was carried out 

with Tchebichef and combined with SVD to produce 

a more optimal watermarking. This research also uses 

frame selection techniques such as that done by 

Bhardwaj et al. [29], the aim is to improve the quality 

of imperceptibility, where it is proven that the PSNR 

value increases significantly.  

From the results presented in Table 5, the 

robustness aspect of the proposed method is strong 

against Gaussian noise attacks, cropping, and 

histogram equalization. Rescaling and salt and 

pepper attacks on the proposed method are actually  

Table 4. PSNR (dB) results of watermarked video 

Video 

Method 

Li et al. 

[28] 

Bhardwaj 

et al [29] 
Proposed 

akiyo - 41.50 46.9510 

foreman 37.3423 41.51 51.1071 

hall - 41.72 51.2981 

 

Table 5. Correlation results of extracted watermark from 

foreman video 

Attack 

Method 

Yassin et 

al. [32] 

Bhardwaj 

et al [29] 
Proposed 

No attack 0.994 1.000 0.931 

Gaussian 

Noise 
0.562 0.810 0.926 

Crop 0.785 0.900 0.922 

Rescalling 0.756 0.990 0.931 

Salt and 

pepper 
- 0.939 0.925 

Histogram 

Equalization 
- 0.8867 0.954 

 

very strong, but because the extraction results of the 

no attack cannot be done perfectly, it makes the 

results of the salt and pepper and rescaling attack 

values look smaller. 

5. Conclusions 

From the results of the test that have been 

conducted, the Tchebichef transform and SVD 

schemes based on LCG generator are proven to 

produce robust, imperceptible, and secure 

watermarking. With the frame selection technique as 

has been done in previous research, this method can 

increase the imperceptibility value of the PSNR value 

to more than 50dB. The level of robustness is also 

excellent proved by the difference cc value close to 

the value of no attack. However, this scheme still 

needs to be improved to get better watermark 

extraction results. The value of β has an important 

role in the extraction and embedding results so that in 

further research it is necessary to use a system to 

provide the most optimal automatic value so that it 

can produce even better results, both in the 

embedding scheme and the extraction scheme. 
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