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Abstract: The IEEE 802.11ah standard was developed from IEEE 802.11, which works on a Wireless Local Area 

Networks (WLAN). This standard works in the sub-band 1GHz, to increase the range of an Access Point (AP) up to 1 

km2, with the ability to handle approximately 8000 stations (STA). The IEEE 802.11ah standard occurs in the MAC 

and PHY layers. However, the high number of STAs produces high collision, therefore this standard introduces the 

Restricted Access Window (RAW) at the MAC layer. This research accurately examines a surrogate model to predict 

RAW performance under hidden nodes scenario. The solution to the surrogate model was analyzed using the Markov 

chain and numerically simulated with Matlab. Furthermore, the Markov chain solution is used to determine the 

performance measure parameters, namely throughput, energy consumption, and average delay. This research also 

examines the effect of hidden nodes on the IEEE 802.11ah standard network’s performance, especially in RAW, with 

variables obtained using Bianchi’s approach. The result showed that the simulated RAW slot duration of 52 µs on the 

IEEE 802.11ah standard made performance results better than 104 µs and 156 µs. The effect of the hidden nodes 

makes the successful transmission time probability longer due to its increment. 

Keywords: IEEE 802.11ah, WLAN, Matlab, RAW, Bianchi, Hidden node. 

 

 

1. Introduction 

Wireless Fidelity (Wi-Fi) is a generic term that 

was initially designed to provide wireless internet 

services to several devices, such as computers, 

mobile phones, and other equipment (printers and 

video cameras) at an extremely high speed. 802.11 ah 

(Wi-Fi Ha-Low) is a Wireless Local Area Network 

(WLAN) specification developed by the IEEE 

(Institute of Electrical and Electronics Engineers) 

that operates in frequency bands below one gigahertz 

(900 MHz) while delivering a range nearly twice that 

of the previous Wi-Fi technologies.  It increases the 

reach of an Access Point (AP) to 1 km2 and controls 

relatively 8000 stations (STA). However, the height 

of the STA increases collision probability [1]. 

Wi-Fi Ha-Low introduces a Restricted Access 

Window (RAW), which divides stations into 

different groups, and only allows those in a particular 

group to access the channel simultaneously, in order 

to reduce collisions probability in crowded networks, 

thereby achieving better performance [2, 3]. RAW 

slots reduce energy consumption by entering the 

sleep mode when the station is not in use [4]. 

However, it only grants some nodes access to 

channels with in a certain period, although there is a 

possibility of hidden node collision in the same RAW, 

which impacts energy efficiency [5]. 

In a previous research about the effect of IEEE 

802.11ah standard mobility with a traffic pattern 

change scheme [6], it had not yet discussed the 

mathematical model approach so that in this research, 

a mathematical model using the Bianchi approach. 

The Bianchi approach calculates collisions 

probability in RAW without calculating the limited 

length of RAW slots [7, 8]. 

In this research, the author examines the IEEE 

802.11ah standard through the Bianchi approach to 

reduce collisions due to hidden nodes. 

The IEEE 802.11ah standard has many STAs in 

one AP, so it is difficult to find a mechanism that can 
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reduce collisions on network traffic. A collision 

occurs because two or more STAs try to access a 

channel simultaneously, known as Multiple Access. 

Multiple access occurs because each node fails to 

recognize the other nodes or node is not within the 

scope of another STA's area. 

One of the problems with multiple access is the 

hidden node problem, to avoid hidden nodes by 

adding the RTS / CTS mechanism and the RAW 

mechanism. RTS / CTS is a handshake protocol for 

sending and receiving frames, which is a mechanism 

of Distributed Coordination Function (DCF)[9]. 

The effect of IEEE 802.11ah standard mobility on 

changing traffic patterns is reported in this research 

[10]. However, the mathematical analysis for 

formalizing the results was not discussed. Although 

the IEEE 802.11ah standard has numerous STAs in 

one AP, it is difficult to discover a mechanism that 

reduces network traffic collisions. A collision usually 

occurs when two or more STAs try to access a 

channel simultaneously, and this is referred to as 

Multiple Access [11, 12]. It also occurs when nodes 

fail to recognize one another or are not within the 

scope of STA [13]. 

A certain problem associated with multiple 

accesses is the issue of the hidden node, although this 

is avoided by adopting a common method that 

involves combining the RTS or CTS and RAW 

mechanisms [14].  RTS or CTS is a handshake 

protocol for sending and receiving frames, a 

mechanism of Distributed Coordination Function 

(DCF) [15, 16]. 

This research adopts the Markov chain model and 

the Bianchi approach initially designed for the IEEE 

802.11 standard. This approach is used to predict the 

collision probability using Matlab [17]. However, it 

cannot determine the limited length of the RAW slots 

[18, 19]. Therefore, certain parameters were included 

in the Bianchi Markov chain solution to examine the 

IEEE 802.11ah standard in reducing collisions due to 

hidden nodes. 

2. Related works 

The IEEE 802.11ah standard has a Physical 

(PHY) and Medium Access Control (MAC) protocol 

layer that operates on a 1GHz sub-band frequency 

with data rates between 150kbps and 8Mbps as well 

as the Restricted Access Window (RAW) mechanism. 

The Markov chain model in WLAN adopted the 

Bianchi approach [20] to calculate the saturated 

throughput of IEEE 802.11 DCF, under the 

assumptions of having error-free channels and 

unlimited packet retransmission. S. G. Yoon, J. O. 

Seo, S. Bahk and Liangxiao Xin, D. Starobinski. 

developed. a Bianchi model and a collision 

probability theory, respectively, based on the hidden 

nodes [21, 22].  

The 802.11ah standard derived its characteristics 

from 802.11ac, and it was further adjusted to 1GHz 

sub-band frequency. Furthermore, its channel 

bandwidth ranges from 1MHz to 16MHz. When it is 

operated at a low frequency and narrow bandwidth, it 

causes it to transmit over a long-range 

(approximately 1km) with its power consumption 

less than the conventional Wi-Fi technology that uses 

2.4GHz and 5GHz sub-band frequencies [23]. 
However that is produces high collision, therefore this 

standard introduces the Restricted Access Window (RAW) 

at the MAC layer. 
At the PHY layer, IEEE 802.11ah supports 

multiple transmission data rates represented by the 

Modulation and Coding Scheme (MCS). The stations 

are allowed to select the MCS dynamically, thereby 

adapting to the wireless channel [19]. The MAC layer 

in the 802.11ah standard introduces the Restricted 

Access Window (RAW) mechanism, which supports 

the station’s deployment to conserve energy [23]. 

Certain research regarding the MAC layer’s 

optimization mechanisms for energy and throughput 

analysis was reviewed [4, 24, 25]. Previous studies 

based on RAW mechanism model on MAC for the 

IEEE 802.11ah standard were also discussed [2, 19]. 

The RAW mechanism aims to reduce collision 

probability and energy consumption by dividing all 

STAs into groups and setting time intervals referred 

to as RAW slots as well as allocating each group to 

them [26, 27]. The distribution of STAs to access 

channels is also regulated using a duration set by the 

slot. The STA in the same group competes for 

channel access using the DCF procedure while the 

back-off procedure uses Enhanced Distribution 

Channel Access (EDCA) to process transmissions 

both inside and outside each RAW slot [4, 28, 29]. 

Fig. 1 shows that AP 802.11ah determines the 

time interval called RAW of duration σ and sets each 

on the STA list to reduce contention. However, only 

registered STAs can access the channel, with the 

following equation used to determine the length of 

duration in RAW (σ) [19, 28]: 
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Figure. 1 Restricted access window (RAW) [1] 
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 𝜎 =  500𝑠µ𝑠 +  𝐶 ∙ 120µ𝑠 (1) 

 

The C in the equation denoted the packet length 

consequently, AP schedules the Resource Allocation 

frame as the first to be transmitted at the beginning of 

the RAW, including the channel access rules [19]. 

The beginning of the RAW is further defined as the 

start time of its assignment subfield and the RAW 

parameter set (RPS) element [30]. 

3. Research method 

The design of this research illustrates the overall 

system of blocks in Fig. 2. 

Firstly, the IEEE 802.11ah RAW standard is 

determined in this research. Secondly, mathematical 

calculations were divided into two, the normal and 

the hidden node affected conditions. The data from 

these calculations were used to determine the delay, 

throughput, and energy consumption. 

3.1 Markov chain model 

The Bianchi approach was originally established 

for conventional Wi-Fi. This method is a form of the 

Markov Chain approach designed for the IEEE 

802.11 standard. This analysis is a type of probability 

theory, commonly known as stochastic models used 

to model randomly changing systems. It is assumed 

that future conditions depend only on the present state 

and not on the sequence of preceding events 

(assuming Markov properties) [31]. 

Bianchi introduces virtual slots, namely the time 

interval between two consistent changes to the back-

off counter. The mathematical model is used to 

develop the assumption that each STA has a frame 

that needs to be transmitted, and the process is stable. 

Therefore, this process is carried out in a particular 

virtual slot that does not change over time [1]. 

Arbitration Inter Frame Space (AIDS) is used in the  
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Figure. 2 System diagram blocks 
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Figure. 3 Markov chain IEEE 802.11ah in hidden 

nodes condition 

 

Bianchi approach. It is a standard version of DCF 

Inter Frame Space DIFS from its mechanism. 

The Markov Chain model is shown in Fig. 3, and 

it is evident that all nodes have access to the channel, 

although when it is busy, a collision tends to occur. 

The system duplicates the contention window in 

addition the new back-off time W=CWmin+1 is 

calculated [32, 33].  

The value of i is the back-off value where 0≤i≤m, 

assuming the transmission is unsuccessful, the back-

off stage (m) is reset, supposing the reverse is the case, 

with the back-off restarted in order to send a new 

packet [34]. The movement of one state to another 

when the channel is busy occurs at a probability of 1-

phdd. 

The mathematical model used is divided into two, 

during the normal conditions and when influenced by 

hidden nodes [21, 35]. However, under normal 

conditions, the collision probability (p) is formulated 

by the following equation [22, 33]. 

 

 𝑝 =  1 −  𝑒(−𝜌𝑖) (2) 

 

The traffic load on the node is denoted by ρi = λ 

T where the value of λ, 8,125 packets / second and T 

the transmission duration of each packet of 0.016 

seconds is obtained by adopting the results of the 

research [22]. While under conditions affected by 

hidden nodes, collision probability (Phdd) is 

formulated by Eq. (3) [22]. 

 

 𝑃ℎ𝑑𝑑 =  1 −  𝑒(−𝜌𝑖) (1 −  𝜌𝑖) (3) 
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The probability of a node to transmit in a 

randomly selected time slot is defined as τ, and it is 

formulated in Eq. (4). However, the Markov chain 

solution is shown in Fig. 3 [36]. 

 
τ

=  
2 (1 − 2𝑝)

(1 −  2𝑝)(𝐶𝑊𝑚𝑖𝑛 +  1)  +  𝑝𝐶𝑊𝑚𝑖𝑛(1 − (2𝑝)𝑚 

  (4) 

 

Where the value of 𝐶𝑊𝑚𝑖𝑛  is the contention 

window size and m is the maximum back-off stage 

using the collision probability value (p) formulated in 

Eq. (2) for normal conditions and Eq. (3) for hidden 

nodes. Immediately the value τ is realized, Eq. (5) and 

(6) which proposes that the probability of one node 

transmits a packet in the time slot (Ptr), and the 

packet delivery is successful (Ps) with n values 

(where n is the number of nodes) was therefore 

proposed. 

 

 𝑃𝑡𝑟 =  1 −  (1 −  𝜏 ) (5) 

 

 𝑃𝑠 =  
𝑛𝜏 (1 − 𝜏)

𝑛−1 

𝑃𝑡𝑟
  (6) 

 

Although, under normal condition, the values of 

Ts and Tc serves as the duration of the successful 

packet and collision packet respectively, as shown in 

Eq.s (7) and (8) [37]. To reduce the occurrence of 

collisions under the hidden node condition, the RTS 

or CTS mechanism was applied to obtain the 

successful packet duration, which was determined 

TsRTS/CTS as shown in Eq. (9) while TcRTS/CTS [38]. 

However, this does not change the transition 

probability in the Markov chain. 

 

 
𝑇𝑠 =  𝐴𝐼𝐹𝑆 +  𝑇𝐷𝑎𝑡𝑎 +  𝑇𝐴𝐶𝐾 

+ 𝑇𝑃 𝐻𝑌 
(7) 

 

 𝑇𝑐 =  𝐴𝐼𝐹𝑆 +  𝑇𝐷𝑎𝑡𝑎 +  𝑇𝑃 𝐻𝑌 (8) 

 

 

𝑇𝑠𝑅𝑇 𝑆/𝐶𝑇 𝑆 
=  𝑇𝑠 +  𝑇𝑅𝑇 𝑆 +  3 
∗  𝑆𝐼𝐹𝑆 

(9) 

 

The adopted parameters are listed in Table 1, and 

to validate the solution, numerical simulations that 

define two scenarios [1, 38]. The first stated that 

under normal conditions, the RAW slot duration 

parameter and the number of Nodes are changed 

twice and thrice. Consequently, out of all the 30 

nodes initiated, the normal ones were determined 

 

Table 1. Table caption 

Parameters  Value 

Physical 

Layer 

WLAN/IEEE 

802.11ah 

Transport Layer UDP 

Payload 8184 bit 

Total STA 30 

m 6 

RAW slot 1 

λ 8125 packet/second 

T 0,016 µs 

τ S 1064 µs 

τ C 1064 µs 

τ e 52 µs 

TDATA 348 µs 

Tsym 40 µs 

TPHY 6 x Tsym 

TACK 6 x Tsym 

TRTS 122 + (6 x Tsym) 

TCTS 6 x Tsym 

CWmin 32 

CWmax 1023 

SIFS 160 µs 

AIFS SIFS + (3 x τ e) 

Transmit (Pt) 250 mW 

Receive (Prx) 135 mW 

Idle (Pi) 1.5 mW 

 

randomly at an AP range of 1000 m. This scenario 

utilizes the Bianchi approach to calculate 

performances in the form of delay, throughput, and 

energy consumption. 

According to the second scenario, the condition 

of a channel affected by a hidden node changes the 

RAW slot duration parameter and the number of 

Nodes twice or thrice. Subsequently, out of all the 30 

initiated nodes, hidden nodes were randomly 

determined with approximately 1000 m outside the 

AP scope. This scenario adopted the Bianchi 

approach to account for the delay, throughput, and 

energy consumption. 

4. Result and discussion 

Based on the numerical simulation of two 

scenarios, the results are obtained in the metrics of 

delay, throughput, and energy consumption and are 

stated as follows: 

According to Fig. 4, a circle shows the AP range 

limit at a distance of 1000 m. Furthermore, out of all 

the 30 nodes initiated, the normal ones were 

determined randomly at an AP range of 1000 m. The  
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Figure. 4 Nodes 

 

normal (20 in number) and hidden (10) nodes are 

represented in blue and red, respectively. 

4.1 Delay 

The values of delay are calculated after Ptr and 

Ps have been obtained using Eq. (10). Ts and Tc are 

the successful packet and collision packet durations 

respectively, and σ is the slot duration for normal 

conditions [38]. 

 

𝐷

=  
(1 −  𝑃𝑡𝑟) 𝜎 +    𝑃𝑡𝑟 (1 − 𝑃𝑠) 𝑥 𝑇𝐶  + 𝑃𝑡𝑟 𝑥 𝑃𝑠 𝑥 𝑇𝑠 

 𝑃𝑡𝑟 𝑥 𝑃𝑠
 

  (10) 

 

Fig. 5 and Fig. 6 shows the duration of RAW slot 

52 µs which was adopted in this research, is better 

than 104 µs and 156 µs [33]. This is because the 

RAW slot duration is directly proportional to the 

delay value, as shown in Eq. (10), and a decrease in 

the value of the duration causes a reduction in delay. 

The duration of the RAW slot is stated in Eq. (1). An 

increase in the extended packet (C) tends to extend  

 

 
Figure. 5 Average delay of normal nodes 

 
Figure. 6 Average delay of hidden nodes 

 

the duration of RAW,resulting in more delay, 

reduced throughput, and the amount of energy 

consumed. 

Delay in normal condition is reducing, unlike in 

the hidden node state, as shown in Fig. 5 and 6. The 

duration of success transmission (Ts) in normal 

conditions is lower than the state affected by the 

hidden node. The RTS/CTS mechanisms in the 

hidden state make the duration of success 

transmission (Ts) and delay longer. 

4.2 Throughput 

Throughput is defined as the rate of effective data 

transfer, and it is measured in bytes per second (Bps), 

which is equivalent to the total number of packets 

received in bits divided by the amount of time sent 

[39]. It is determined by the following equation. [38]: 

 

𝑇ℎ𝑟𝑜𝑢𝑔ℎ𝑝𝑢𝑡 

=  
𝑃𝑠 𝑃𝑡𝑟 𝑙𝑝𝑎𝑦𝑙𝑜𝑎𝑑

(1 −  𝑃𝑡𝑟)𝜎 +  𝑃𝑡𝑟𝑃𝑠 𝑇𝑠 +  𝑃𝑡𝑟 (1 −  𝑃𝑠) 𝑇𝑐
 

  (11) 

 

 
Figure. 7 Average throughput of normal nodes 
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Figure. 8 Average throughput of hidden nodes 

 

Fig. 7 and Fig. 8 shows the duration of RAW slot 

52 µs in this research [33], which is determined to be 

better than µs and 156 µs. This is because RAW slot 

duration is inversely proportional to the throughput 

value, as shown in Eq. (11). However, a decrease in 

its value causes an increase in throughput. The 

duration of the RAW slot is stated in Eq. (1). 

Therefore, an increase in the extended packet (C) 

extends the RAW duration, which increases delay 

and reduces throughput, including the amount of 

energy consumed. 

Throughput under normal conditions (Fig. 7) is 

higher than the state affected by hidden nodes (Fig. 

8). This is because the probability of collision (p) in 

the normal condition is smaller, however, it is greater 

in the probability of transmission (Ptr), thereby 

causing an increase in the throughput. The RTS/ CTS 

mechanism on the hidden node reduces collision. 

Therefore, the successful delivery time TsRTS/CTS 

tends to be longer while the throughput is smaller. 

4.3 Energy consumption 

Equation [33] is used to determine the energy 

consumption when transmitting packet data, and it is 

stated as follows: 

 

𝑒 =  
(1 − 𝑃𝑡𝑟)𝜎 +  𝑃𝑡𝑟𝑃𝑠 𝑇𝑠 +  𝑃𝑡𝑟 (1 − 𝑃𝑠) 𝑇𝑐

𝑃𝑠 𝑃𝑡𝑟 𝑝𝑎𝑦𝑙𝑜𝑎𝑑
 

  (12) 

 

Ec and Es are the average energy needed for the 

collision and success transmission, respectively, as 

stated in Eq. (13) and (14). This is similar to 

RTS/CTS stated in equation [38, 39]. 

 

 
𝐸𝑠 = (𝐴𝐼𝐹𝑆 ∙  𝑃𝑖) + ( 𝑇𝐷𝐴𝑇𝐴  ∙  𝑃𝑡𝑥)

+ (𝑇𝑃𝐻𝑌  ∙ 𝑃𝑖)  
(13) 

 

 

𝐸𝑠 = (𝐴𝐼𝐹𝑆 ∙  𝑃𝑖) + ( 𝑇𝐷𝐴𝑇𝐴  ∙  𝑃𝑡𝑥)
+ (𝑇𝑃𝐻𝑌 ∙  𝑃𝑖)
+  (𝑇𝐴𝐶𝐾   ∙  𝑃𝑟𝑥)  

(14) 

 

 

𝐸𝑆𝑅𝑇𝑆
𝐶𝑇𝑆

= 𝐸𝑠 +  (𝑇𝑅𝑇𝑆  ∙  𝑃𝑡𝑥)

+ ( 𝑇𝐶𝑇𝑆  ∙  𝑃𝑡𝑥)
+ (3 ∙  𝑆𝐼𝐹𝑆 ∙  𝑃𝑖)   

(15) 

 

Fig. 9 and Fig. 10 show the slot RAW duration is 

52 µs adopted in this research is better than 104 µs 

and 156 µs [38]. This is because the RAW slot 

duration is directly proportional to energy 

consumption, as stated in Eq. (12). Furthermore, a 

decrease in the value of RAW duration also causes a 

decrease in energy consumption. 

The RAW slot duration is stated in Eq. (1), and 

an increase in the extended packet (C) causes an 

increase in the extended duration of RAW, which 

results in more delay, reduced throughput, including 

the amount of energy consumed. Energy  

 

 
Figure. 9 Average energy consumption of normal 

nodes 

 

 
Figure. 10 Average energy consumption of hidden 



Received:  March 16, 2021.     Revised: April 15, 2021.                                                                                                   534 

International Journal of Intelligent Engineering and Systems, Vol.14, No.3, 2021           DOI: 10.22266/ijies2021.0630.44 

 

consumption in normal conditions is less than the 

delay in a state affected by hidden nodes. This is 

because the duration of success (Ts) in Eq. (7) under 

normal conditions tends to decrease when in a state 

of hidden nodes ESRST/CTS in Eq. (9). The hidden node 

condition results in a higher probability of collision, 

therefore an RTS or CTS mechanism needs to be 

included in order to increase the duration of success. 

As a result, it requires a longer time, thereby 

increasing the value of delay, and energy 

consumption. 

Energy consumption is also influenced by the 

probability of transmission (Ptr). When several nodes 

are sent, the transmission probability is higher as well 

as energy consumption. According to Eq. (5), Ptr’s 

value is also influenced by the probability of a node 

trying to transmit (τ). The value of τ tends to be high 

when the probability of collision (p) is low, which 

results in a higher Ptr. The value of the probability of 

success (Ps) is inversely proportional to Ptr, as stated 

in Eq. (6). Energy consumption at IEEE standard 

802.11ah is less with an average of 3.72682 mJ/data 

compared to IEEE standard 802.11e [40]. 

5. Conclusion 

This research analyses the effect of RAW and 

hidden nodes on the 802.11ah standard using the 

Bianchi approach. The metrics or performance 

measures of interests are throughput, delay, and 

energy consumption. Based on the simulation, it is 

discovered that the IEEE 802.11ah standard with 

52µs RAW slot duration is better than 104µs and 

156µs.The smaller the duration value, the more 

effective is the performance results. An increase in 

the extended packet (C) causes an increase in RAW 

duration, which results in greater delay, reduced 

throughput, and the amount of energy consumed. One 

of the problems with multiple access is the hidden 

node problem, to avoid hidden nodes by adding the 

RTS / CTS mechanism and the RAW mechanism. 

The RTS or CTS mechanism on the hidden node 

reduces collision, and the successful delivery time 

(TsRTS/CTS) tends to be longer under normal conditions, 

thereby causing an increase in delay 122.00293 s and 

energy consumption 3.72682 mJ / data packet. The 

more nodes are sent, the higher the transmission 

probability (Ptr). Ptr’s value is also influenced by the 

probability of a node trying to transmit (τ). The value 

of τ tends to be high when the probability of collision 

(p) is low, which results in an increased Ptr. The 

value of the probability of success (Ps) is inversely 

proportional to the value of Ptr. 
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