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The article is devoted to the problem of formation of axiological-
motivational component of self-educational competence of future
cybersecurity specialists. It is stated that the development of this
component is of great importance not only for the professional success,
but also for self-development in all other spheres. In this context is
necessary to identify the indicators, according to which it will be possible
to measure the general level of the development of the component in
question. The evaluation of the initial development level of the component
in question is the first stage in the research work, the aim of which is to
find the efficient ways of developing the axiological-motivational
component in particular and self-educational competence in general, as
only by comparing the data of the initial stage and the final stage the
conclusion about the success of the experiment can be made. The article
presents the grounding and choice of the diagnostic materials for
determining the level of formation of each of the indicators (innovative
and humanistic orientation of a personality, understanding of self-
educational competence as a professional value, ability to emotionally
experience the values of self-educational activity etc.) of the personal
criterion (which corresponds to the axiological-motivational component).
On the results of the initial stage measurements of this component the
article states that the main problem connected with the development of
the axiological-motivational component is the lack of theoretical
knowledge about and practical skills of self-educational activity. This
conclusion directs further research.

Key words: Axiological-motivational component, self-educational
competence, diagnostic tools, questionnaires.

Problem statement in a general view and its connection with
important scientific and practical problems. The primary task of higher
education is to develop a specialist capable of self-education. Modern
knowledge has become dynamic, therefore, it is impossible to provide students
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with all the knowledge that they will need in their future professional career
during their studies. This is especially true for information technology in general
and cybersecurity in particular, where the technical knowledge base is
developing very rapidly. Therefore, special attention should be paid to the
effectiveness of the educational process in terms of self-education skills
formation. For this purpose it is necessary to monitor changes in the level of
formation of self-educational competence of future specialists. In this context,
pedagogical diagnostics is necessary, which determines the development level of
certain aspects of the studied phenomenon by using appropriate methods.
According to Uruskyi (2012), pedagogical diagnostics should identify the
biggest problems that arise during the formation of the phenomenon under study,
the ways to overcome these problems, as well as achievements and ways to
consolidate any success. The diagnostic specifies the course of the educational
process, guides and directs it. The relevance of diagnostics of the axiological-
motivational component of self-educational competence (SEC) of cybersecurity
professionals is that motivation most influences the development of all
components of this competence as a complex phenomenon, and the axiological
attitude to self-education and ethical aspects should be leading in their future
professional activity.

Analysis of the last researches and publications in which the
decision of the problem has begun and on which the author grounds his
research. There are many approaches to diagnosing the level of self-education
competence of specialists in different spheres. It should be noted that scientists
also have different views on the elements constituting this phenomenon.
However, it should be emphasized that in all the works analyzed the
motivational and axiological attitude towards self-education in one form or
another is distinguished in the structure of self-educational competence.
Scientists T. Voloshina (2018) (SEC of IT specialists), S. Kasyants (SEC of
future economists), O.Kyselyova (2011) (SEC of future teachers),
N. Kovalenko (2009) (SEC of students of rural schools), 1. Mosya (SEC of
future skilled workers), Yu.Pryshupa (SEC of future civil engineers),
0. Shcholok (SEC of future specialists) in their research paid much attention to
the development of a criterion-diagnostic apparatus for determining the level of
formation of SEC of specialists of different profiles, but such tools for assessing
SEC of future cybersecurity specialists have not been sufficiently developed. At
the same time, we take into account the point of view of L. Borysenko,
K. Kucheryava (2018) regarding the necessity of compliance of diagnostic
methods with the following requirements: «to have an express character — the
minimum necessary time for carrying out the diagnostic interpretation of the
obtained results; to have scientific validity and their focus on measuring the
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qualities important for self-educational activity, to provide the quantity
assessment of the individual level of SEC developmenty (p. 84).

Setting of the unsolved parts of the shared problem to which the
article is devoted. Thus, the results of the analysis of modern literature on the
topic under research prove the insufficient character of scientific analysis on the
selection of criterion-diagnostic tools for determining the level of formation of
all components of the self-educational competence of cybersecurity specialists,
which impedes the implementation of more efficient methods of professional
training in this field.

Aim of the article is the analysis of a complex of diagnostic tools for
determining the level of formation of the axiological-motivational component of
the future cybersecurity specialists. Based on the aim of the research, the
following tasks are outlined: having analyzed the publications on the topic of the
present research, to ground the choice of diagnostic methods for assessing the
level of formation of the axiological-motivational component of future
cybersecurity specialists by indicators of the corresponding criterion and to
analyze the results of the empirical research.

Statement of the basic research material with full substantiation of the
received scientific results. The structure of the phenomenon of self-educational
competence of future cybersecurity specialists was analyzed for the purposes of
solving the problems of its diagnostics and effective formation. Emphasizing
that there is no single terminological basis for the components that make up this
competence, on the basis of the analysis of scientific views on the structure of
SEC of different specialists, we agree with the structure proposed by
0. Kyseliova (2011) and others and believe that the following components make
up the structure of the SEC of cybersecurity specialists: axiological-
motivational, procedural-informational, organizational and control-reflexive,
each of which contains a scientifically grounded, systematic and structured set of
theoretical expressions (knowledge) and corresponding types, forms, methods of
activity (skills), which should ensure the effective implementation of each
component in accordance with the professional sphere of a person (Adaryukova,
2018).

The axiological-motivational component’s aim is to encourage students to
self-educate, cultivate an axiological attitude towards professional self-education
taking into account cybersecurity ethics, as well as form a system of values that
enable future cybersecurity professionals to consider self-education as the key to
professional success, the orientation in today’s ever-changing professional
environment. The motivational function of this component is to stimulate the
student’s self-educational activity. And the axiological function is to form the
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readiness for continuous professional self-improvement, which is the basis of
forming a steady interest in the professional growth in the future.

According to the report of the international project «Cybersecurity
Education Programs 2017. Guidelines for Cyber Security Degree Higher
Education Programs» (2017), one of the characteristics of any cybersecurity
education program should be an emphasis on ethical behaviour and professional
responsibility of the activities in this field (p. 18). The future specialist should
reflect on the consequences of professional decisions, know the laws and
standards, and ethical values of the social context of the professional sphere, be
able to apply models of moral evaluation of ethical dilemmas, both at the
individual and group levels. We believe that the moral and ethical aspect of the
education of future cybersecurity professionals is of the utmost importance and
should be taken into account when teaching all disciplines of this course.

In order to increase the efficiency of the formation of SEC of future
cybersecurity specialists, it is necessary to evaluate the initial level of
competence development according to the corresponding criteria. Each of the
components of self-educational competence is characterized by the criterion that
will indicate a certain level of competence. Understanding self-educational
competence as a complex and systemic phenomenon, the most acceptable
criteria for the formation of SEC of future cybersecurity specialists are the
following: personal, pragmatic, organizational, reflexive (Adaryukova, 2018).

In order to diagnose the levels of development of future cybersecurity
professionals’ self-educational competence according to the personal criterion,
we have identified the following diagnosing methods, evaluating the identified
(Adaryukova, 2018) indicators. Table 1 presents the methodology for the study
of the formation of the axiological-motivational component of SEC of
cybersecurity students according to personal criterion and its indicators.

The empirical basis of the research was made up by the students of
SHEE «Donetsk National Technical University» (Pokrovsk), Mariupol State
University (Mariupol), Vasyl Stus Donetsk National University (Vinnitsa). The
organization of experimental work requires a combination of quantitative and
qualitative analysis of the data under study. Therefore, quantitative processing of
the results during the ascertaining stage of the experiment is accompanied by
their percentage and average group estimate.

An important factor for the formation of self-educational competence of a
future a cybersecurity specialist is, in our opinion, the orientation at innovative
activity. In order to identify the degree of manifestation of innovative
orientation, the diagnostics of the need for impressions was used
(M. Zuckerman). We consider this method appropriate because the innovative
orientation of a personality, being a complex psychic phenomenon, is closely
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linked to the innovation in all spheres of life. A specialist should seek
innovation, have no fear of experimenting and have positive emotional
experiences associated with this. The study found the following results (Table 2
below): a high level of the need for new impressions, which is inherent in people
with unintentionally controlled attraction to something new and even risk, was
noted in 9.6% of EG students and 7.4% of CG students; an average level of the
need for new impressions, which characterizes a personality as open to the new
and at the same time rather sensible, was recorded in 44.2% of EG students and
55.6% of CG students; a low level that characterizes students as inclined to
favour stability and familiarity was diagnosed in 46.1% of EC students and 37%
of CG students. Thus, such data indicate that slightly less than half of the
students in both groups are characterized as open to everything new, but about
the same percentage of students are not inclined to innovate, which, in terms of
forming students as professionals, is negative and needs development.

Table 1

The diagnostic methodological tools for determining the level of the SEC axiological-
motivational component by the indicators of the personal criterion

Criterion Indicator Diagnostic methodological tools
Personal | Innovative and humanistic Diagnostics of the necessity in new
orientation of a personality impressions (M. Zuckerman); Diagnostics

of the ability to accept others (V. Fey)
Understanding self-educational | Methodology of identifying axiological
competence as a professional | orientations (M. Rokych)

value

Ability to emotionally Methodology of determining emotiveness
experience the values of self- | (V. Suvorova); Methodology of assessing
educational activity the emotional and volitional characteristics
Formation of motives of Questionnaire «Motivation of success»
professional self-development | (T. Ehlers); Diagnostics of motivation to
by means of self-education professional activity by K. Zamfir’s

methodology (in A. Rean’s modification)
Presence of orientation at self- | Test «Readiness for self-development»
educational activity to acquire | (T. Ratanova, N. Shliakhta)
cybersecurity skills and

knowledge

Axiological attitude to the Questionnaire «Hacker — a hero or a
ethical element of self- villain?»; expert assessment; Test «Moral
educational activity of and ethical codex of a cybersecurity
cybersecurity specialists specialist»
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The core of a person’s attitude to people, to themselves, and to the world,
according to O. Lysenko (2008), is moral relationships, with a person being the
highest value. We consider it one of the key directions of formation of SEC of
cybersecurity students, because such orientation can provide their self-
educational and professional activity on the basis of values of humanism:
goodness, justice, responsibility, honour. In order to estimate the level of
manifestation of humanistic orientation, the technique «Diagnostics of the ability
to accept others» (V. Fey) was used. Acceptance of others meant the conscious
acceptance of other people’s activities, understanding these activities and a
certain (correct) way of responding. According to the diagnostic results (Table 2
below), 25% of EG students and 27.8% of CG students have high levels of
acceptance of others (60 points or more), i.e. conscious adherence to moral and
humanistic norms in different situations of interaction. The low acceptance rate
of others (30 points or less) was recorded in 11.5% of EG students and 13% of
CG students. The results of the diagnostics of the humanistic orientation of
future cybersecurity specialists made it possible to make a conclusion about a
small percentage of cases of conscious orientation towards humanistic values in
different situations of interaction and the potential for the development of this
orientation. To calculate the indicator of innovative and humanistic orientation
of a personality, we calculate the arithmetic mean of the two methods’ data. The
results are presented below in Table. 2.

Sustainable continuous self-improvement is impossible without an
understanding of self-education as a professional value. The testing method by
M. Rokych is appropriate for identifying axiological orientations. At the
ascertaining stage of the experiment, the interpretation of the results showed that
the priority values of future cybersecurity specialists are mainly the interest in
personal well-being, and the main focus in the life of the respondents is the
focus on the material and entertaining aspects of life. Professional, social and
spiritual groups of axiological orientations of future cybersecurity specialists
were taken into account during the processing of the results. For this purpose it
was necessary to determine how certain value orientation was ranked by
students. The analysis of the diagnostics results (Table 2) at the ascertaining
stage showed that the system of professional values of students of future
cybersecurity specialists is insufficiently formed. A bigger number of students
with low and average levels indicate their overwhelming orientation at external
personal factors (money, image), which signifies the lack of internal motivation
to perform professional activity and the low awareness level of the value of self-
education for professional success.

Realization of the need for self-education requires a high level of ability to
emotionally experience the values of self-educational activity. It is difficult to
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overestimate the importance of the emotional sphere in achieving the planned
results of the educational process. Scientists’ research in the field of psychology
and pedagogy have shown that the most important means of transmitting to
students some axiological orientations is to create their adequate emotional
experiences, that is, values can be acquired only as a result of their emotional
cognition. In turn, emotions depend on the assessment of the situation. To
identify the integral index of emotionality, the method of «Determining
emotiveness» by V. Suvorova was applied. In addition, the realization of values
and the functioning of the emotional sphere largely depend on the mechanisms
of volitional regulation. Volitional qualities have a positive or negative colour
depending on the values of an individual. As S. Maslov (2000) points out,
without the development of the will, the axiological orientations of the
individual are not manifested in the necessary degree. Volitional efforts directly
depend on the level of the value awareness. The same close relationship exists
between volition and emotion. According to S. Rubinstein (1998), «a volitional
act, proceeding from urges and needs, is more or less emotionally expressed»
(p. 602). In this connection, we consider it appropriate to diagnose the indicator
of the ability to emotionally experience the values of self-educational activity
also with the help of «Assessing the emotional and volitional characteristics»
(by V. Shapar, A. Tymchenko, V. Shvydchenko). The obtained ratios by two
methods were reduced to arithmetic mean. The results of the two diagnostic
methods are presented in Table 2.

Another indicator, the formation of motives of professional self-
development by means of self-education, was analysed with the help of the
questionnaire «Motivation for success» by T. Ehlers (Rozanova, 1999), on the
basis of which it can be concluded that the overwhelming majority of students
are characterized by an average level of orientation to success in the educational
process (Table 2). The results indicate that the future cybersecurity professionals
are not motivated to achieve professional success, which prevents them from
their further personal and professional development. In addition, the study of the
motivation of self-educational activity by the method of K. Zamfir (in the
modification of A. Rean) (Mironova, 2006) was conducted, which is based on
the concept about outer and inner motivation. The analysis of the test results
shows that among the future cybersecurity professionals, professional motives
(44.3% of both groups) and social motives (27.8%) prevail, while cognitive
motives make up 12.5%. Such data demonstrate the potential to form motivation
to pursue independent learning activities for the purpose of professional
development.

The presence of orientation at self-educational activity to acquire
cybersecurity skills and knowledge was diagnosed with the help of T. Ratanova

12



JIyXoBHiCTh 0COGUCTOCTi: METOI0JIOTisI, TEOPis i MpaKTHKA 5(92)-2019

and N. Shlakhta’s (Ratanova, Shlakhta, 1998) test «Readiness for self-
developmenty», which identifies it in two directions: readiness to know oneself
and readiness to improve oneself. The analysis of the respondents’ answers
shows that the majority of future cybersecurity specialists (68% of both groups
of students) belong to Square D, that is, their desire to know themselves is
higher than their self-education skills, which can, of course, be explained by the
initial stage of training and lack of skills in the organization of independent
work. Only 23% of students belong to Square A, i.e. they have more possibilities
for self-development than readiness for cognitive and search activity.

Axiological attitude to the ethical component of self-educational activity of
cybersecurity specialists was assessed using the anonymous questionnaire
«Hacker — a hero or a villain?» developed by the author (Adaryukova, 2018).
Responses were analysed by the teachers of professional disciplines, and on the
basis of this analysis an expert evaluation was provided that defined the level of
axiological attitude to professional ethics as high, average and low. One fourth
part of respondents, both in the CG and in the EG, have an idea of what a
cybersecurity specialist should and should not do, although they do not have a
clear understanding of the illegal character of such actions as using someone
else’s content as their own, using pirate copies of anything, etc. Most of the
interviewees have an average level of axiological understanding of ethical issues
of their professional activities. Sometimes the characteristics of the term
«Hacker» included such words as «hero», «rich» and others that highlight a
positive attitude to the phenomenon. A small number of students — 16.7% in CG
and 11.5% in EG — have, unfortunately, a low level of understanding of the need
for ethics. They showed a positive attitude towards using professional
knowledge for revenge or some kinds of illegal activity. Additionally, the
qualitative diagnostic of knowledge of cybersecurity ethics was conducted by
means of an anonymous test «The moral and ethical complex of a cybersecurity
specialisty (Adaryukova, 2018). The test has shown that most cybersecurity
students have an average or low level of professional ethics knowledge.
Unfortunately, this demonstrates a fairly loyal attitude to such basic principles of
activity of any IT specialist, as observance of the confidentiality principle,
respect of intellectual property and understanding of the devastating
consequences of illegal professional activity.

The combined results of the diagnostics of self-educational competence of
cybersecurity students by personal criterion at the ascertaining stage of the
experiment are presented in table. 2.

Generally, the analysis of the findings shows that most future
cybersecurity professionals have all the indicators of the personal criterion at
average or low levels. This signifies that the axiological-motivational sphere of

13



5(92)-2019

JlyxoBHiCTb 0cOOMCTOCTi: METOHOIOTisI, TeOpisi i MpaKTHKA

future cybersecurity professionals is not formed completely, which will impede
the implementation of self-educational activities for the purpose of professional

development in the future.

Table 2

The distribution of the experiment members by the levels of formation of SEC by
personal criterion at the ascertaining stage of the experiment (%)

Indicators of SEC formation
Formation | Presence of | Axiological
Under- Ability to | of motives | orientation | attitude to
Innovative | standing emotio- of at self- the ethical
and self-educa- nally professional | educational | element of
Group | Level | humanistic tional experience self- activity to self-
orientation | compe- the values | develop- acquire educational
ofa tence as a of self- ment by cyber- activity of
personality | professio- | educatio- | means of security cyber-
nal value |nal activity self- skills and security
education | knowledge | specialists
High 17,6 18,52 17,6 16,67 16,67 24
CG Average 57,5 37,96 37,9 42,59 29,62 59,3
Low 25 43,52 44,4 40,74 53,7 16,7
High 17,3 20,19 20,19 18,27 13,46 25
EG Average 53,9 37,5 37,4 43,27 30,77 63,5
Low 28,8 42,31 42,3 38,46 55,7 11,5

Conclusion and prospects of the further investigations in the given
direction. The results of this study revealed the typical problems associated with
the formation of SEC in the process of professional training of the cybersecurity
students. One of the main problems is their insufficient theoretical and practical
training on issues of self-education. The overwhelming number of students have
a low level of axiological-motivational attitude towards self-educational activity,
which leads to a low level of development of basic self-education skills. The
main reason for the difficulties associated with the motivational and axiological
sphere is the lack of skills to solve the problems of self-education and, as a
consequence, the lack of satisfaction from the process and results of self-
educational activities. This determines the direction of further research.
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JIATHOCTUYHMIA IHCTPYMEHTAPIN JIJII BABHAYEHHS PIBHSI

C®OPMOBAHOCTI IIIHHICHO-MOTUBAIIHHOI'O CKJIAJTHUKA

CAMOOCBITHBOI KOMIETEHTHOCTI MAWMBYTHIX ®AXIBIIIB 3
KIBEPBE3IIEKA

JI. B. Anaprokxosa

Cmamms npucesuena npooremi Gopmysans YiHHICHO-MOMUBAYIUHO20 CKIAOHUKA
camooceimuboi  KoMnemewmHocmi  maubymuix  paxieyie 3 Kibepbesnexu.
Cmeepooicyembcsi, Wo po36UMoK yb020 CKAAOHUKA MAE euKe 3HAYeHHs He MinbKu Ons
npogeciiinoco ycnixy, ane U 018 CAMOPO36UMKY Y 6CiX [Hwux cgepax. Y ywvomy
KOHmeKcmi HeoOXiOHO GU3HAYUMU NOKA3HUKU, 34 AKUMU OyOe MOJMCIUBO GUMIpAMU
3a2anbHUll PiseHb PO3GUMKY Yb020 CKIaOHuUKa. Oyinka éxioHoeo pigHs copmosanocmi
Yb020 CKIAOHUKA — Ye nepuia cmaoisi O0CTIONHCEHHS, MEMOI0 K020 € 3HAUMU eqheKmueHi
WIIAXU  PO3GUMKY YIHHICHO-MOMUBAYINIHO2O0 CKIAOHUKA 30KpeMd md CAMOOCEImHbOT
Komnemenmuocmi y yinomy. Adoice minoku 3a605Ku NOPIGHAHHIO OAHUX NOHYANKOBO20 MA
Ginanvrnozo emanie ModicHa 3pOOUMU  BUCHOBOK NPO YCHIX eKCNEePUMEHMATbHO20
00Ci0HCEHHS.

Cmamms Haoae o0Ipynmysanuss ma 6ubip OiacHoCmMuyHo20 Mmamepiany O
BUSHAUEHHS PIBHS CHOPMOBAHOCHI KONICHO20 3 NOKAZHUKIG (IHHOBAYIIHO-2YMAHICMUYHA
CHPAMOBAHICL  0COOUCMOCMI, VCEIOOMAEHHS. CAMOOCEINMHBLOI KOMNEMEHMHOCI  SIK
npogeciiinoi yinnocmi, 30amHicmb 00 eMOYIIHO20 NEPENHCUBAHHSL YIHHOCEU 3MICHY
Camooc8imuboi IsIbHOCIE MOW0) 0COOUCMICHO20 KPUMEPIIO, KUl 8I0N08I0AE YIHHICHO-
Momugayiinomy cknaduuxy. Ha ocnoei pezynbmamie 6usHaueHHs NOKA3HUKIE YbOeO
Kpumepilo Ha NOYAMKOGOMY emani y cmammi 3a3HA4aemvcs, o OCHO8HA npodnema,
no8’s13aHa i3 PO36UMKOM YIHHICHO-MOMUBAYIIHO20 CKIAOHUKA, — Ye HedOCMAmHICMb
MeopemuiHo20 3HAHHA MA NPAKMUYHUX HABUHOK CaAMOOC8imHboi Oianvhocmi. [leil
BUCHOBOK T CIPAMOBYE NOOAIbUUE OOCTIONCEHHSL.

Knrouoei cnosa: YIHHICHO-MOMUBAYIUHULL CKIAOHUK, camooceimmsi
KOMNemeHmHicmy, OlaeHOCMUYHI THCIMPYMEHMU, ONUMYEAIbHUKUL.

JTUATHOCTUYECKUIN HHCTPYMEHTAPUM JIJIS1 ONIPEAEJIEHUSA
YPOBHS CPOPMHUPOBAHHOCTH IEHHOCTHO-
MOTHUBAIIMOHHOM COCTABJISIOLIEN
CAMOOBPA3OBATEJIbHON KOMIIETEHTHOCTHU BYIYIIUX
CIHEIMAJIUCTOB 10 KUBEPBE30ITACHOCTH

JI. B. Anaprokxosa

Cmamus  noceéswyena npobneme GopMuposanus YeHHOCHHO-MOMUBAYUOHHOU
cocmagnsiowell. camoobpaz08amenbHOl KOMNEMEeHMHOCIU 0yOyuux CRneyuanicmos no
Kubepbeszonacnocmu. B cmamve ymeepacoaemcest, umo pazgumue 3moil COCmasisiowelt
umeem 6OonvwOe 3HAYEHUE He MOAbKO Ol NPOPECCUOHATbHO20 Yycnexd, HO U O
camopazeumusi 80 8cex opyeux cgepax. B amom xommexcme HeobXo0umo onpeoerums
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nokazamenu, o KOMOPbIM 6Y0em 603MOICHO USMEPUMb 0OWULL YPOBEHb PA3GUMUSL MO
cocmasnsiowei. QyenKa 6X00H020 YPOSHs CHOPMUPOBAHHOCIIU IMOL COCMABNIOWell —
2MO NEPevill IMan UCCAe008aAHUs, Yelbl0 KOMOPOo20 s6/semcs Haumu 3¢dexmuenole
nymu  paseumusi  YEeHHOCMHO-MOMUBAYUOHHO20 — KOMNOHEHMA 6 HACMHOCIMU U
Camoobpaz08amenbHOl KOMNEMeHMHOCMU 8 Yelom. Bedb monvko 61azooaps cpagrenuio
OAHHBIX HAYATLHO20 U (DUHATLHOSO 3MAN08 MOJICHO COelamb 6bl600 00 ycnexe
DKCHEPUMEHMATILHO20 UCCIeO08AHUSL.

Cmamwsi npedocmasisiem 000CHOBAHUE U 8bIOOP OUACHOCMUYECKO20 MAMEPUAL
onst  onpeodenenus  YPosHs  COPMUPOBAHHOCU — KAX#CO020 U3 noKazameneu
(UHHOBAYUOHHO-2YMAHUCIUYECKAS HANPAGILEHHOCTb JUYHOCTU, ocosHanue
Camoobpazo8amenvHoll  KOMREMEHMHOCMU — KAK — NPOQEeCCUOHANbHOU — YEeHHOCMU,
CROCOOHOCMb K OMOYUOHWILHOMY — NEPENCUBAHUI0  YEHHOCME  COOePICAHUS
Camoobpaz08amenvHol  OesIMeIbHOCMU U M.0.) JUYHOCMHO20 KPUMepusl, KOMOopblil
COOMBEMCmMEyem YeHHOCMHO-MOMUSAYUOHHOU COCMABIAIOWell camoodpazo8amenbHol
xomnemenmuocmu. Ha ocnosanuu pezynbmamos onpedeienusi nokasamenell 3moz2o
Kpumepusi Ha HAYAAbHOM dMane 6 CMamve OMMeuAemcs, 4mo OCHOGHAS NpobieMa,
COA3AHHAL  C  pA3GUMUEeM — YEHHOCMHO-MOMUBAYUOHHO20 — KOMHOHEHMA, — 9Mo
HEOOCMAamo4HOCmMb  MeOPemuyecko20  3HAHUsL U NPAKMUYECKUX  HABbIKOS
camoobpazosamenvHoll  dessmenvbHocmu. Omom  6bl00 U HANpasisiem OdlbHeliulee
uccnedosatue.

Knrouegvie cnoea: YEHHOCTHO-MOMUBAYUOHHDBILL KOMROHEHM,
camoobpazoeamenvHas KOMNEMeHmHOCHb, JuacHocmuyeckue — UHCMpPYMeHmbl,
ONPOCHUKU.
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