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ABSTRACT

WSN is a network which consists of receiver nodebs @nverse during radio impression, so that manéod

sense takes position in this physical world. TheNV¢Bnsists of number of difficulties as WSN devetq is
based on some constraints i.e. energy, power, ®iaedwidth and memory. In this paper, an optindaat
approach is applied for energy optimization in Wigdihg Bee Colony Optimization. Our problem is tenitfy the
optimize cluster heads which are responsible ferehergy optimization and to opt another routingahle path

consists of optimize cluster heads so that the ttatssmission becomes smoother and energy geteo@ts The
whole imitation is taken position in MATLAB envinoant.
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INTRODUCTION

The main components of WSN consist of sensor nadesers and gateways. The clients are also impopart of

WSN network e.g. laptops, phones etc. There aralgnaivo standards of the WSN network i.e. |IEEE 802
802.15 [1-2] and [4]. A sensor node is very reiabut when one node can no longer operate, th@féisé nodes
can still communicate with each other, straighthvough one or more middle nodes. In a wireless@enetwork,

there are several protocols which are used to exh#re performance of the network. Out of thosdquals,

LEACH Protocol is considered to be suitable for lemergy density but sometimes when the efficiereyrelases
due to the change in node mode from active to dleeplata packets are required to wait at theainitbint where
the packet has been send and this increases thiagvé@ine of the packets and also the energy speniticrease.
Our problem is to identify the dead nodes and tbaymther routing suitable path so that the datastmission
becomes smoother and energy gets conserved. In Wi8Kasic components used are as [5-6].

» Sensor Nodes: The devices are surfaced on thegwracel it can even route the packet on the parthef plans
[12-13]. The process and the equipments can beatlea by a variety of character [16] [19] [21-22A router
never interferes and it doesn’'t have process cbotrmanage tools

» Entrance Points: The access points or the gatear@ysesponsible for transmission among applicatfomosts
and field tools.

* Network decision-making: it is accountable for netkv arrangement, devices scheduling communication,
routing tables’ management and Network’s healthitoang and reporting [11].

 Security executive: The Security executive is aatable for the creation, storage and organizatideegs.

The IEEE standard pertaining to wireless comple®02.11. Wireless systems could perhaps be camegbmto
two categories:

Infra Type Structure Network

Within commercial infrastructure primarily basedwerk, communication takes place just between thd-\Wiodes
and also the entry points. The particular commuitnawon't right occur between the Wi-Fi nodes [24[ [27].

The particular communication won't right occur be#w the Wi-Fi nodes. The following, access poinsinfe used
to manage the particular medium entry moreovermgivéunctions while bridge between the Wi-Fi indétébn to

wired site [28-29]. At the there this kind of netkpfixed base locations are utilized. The mindtte hodule would
probably go above the limit of 1 base location wihiommes into the particular range of the some dihemdation
station. The example of infrastructure based ndtwsrcell receiver networks. It can be central rodtlhat is
certainly govern through the controller just likeuter. The most negative aspect in this method bmaithat if
controller isn't able, whole method may crash.
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Infrastructure-L ess Networ ks

The particular infrastructure less network won'edeany kind of commercial communications to thifk.this
community, every join will converse right usingtitist nodes. Therefore, in this community, not amgry purpose
should be applied pertaining to dominating avemgey. In this society, all the nodes had got thawe as routers
in addition to each one nodes are efficient at mwams and could get in touch dynamically in an gete fashion.

A Wireless Sensor System (WSN) includes a gangoofes connected with typically low functionality. &h
vocation with others cooperatively to execute m¥adj tasks during granted environments [30-31]. iAwvisible
detector population might comprise one particulamany drain nodes (Base Stations) to collect wided know-
how in addition to exchange that to a central pdoce in addition to storage freedom technique. Aetector node
is typically power-driven by means of battery pacid could end up being split into 3 primary funcéd products:
the realizing unit, the communication unit and agarocessor unit. The latest advances in micrctrelenechanical
systems technology, Wi-Fi devices in addition tgitdi physics possess increased the big event ctathevith
detector nodes. This produces the particular brogsp prospect connected with WSNs into practicasfieleness.

LEACH PROTOCOL IN CONTRAST TO WSN

Low-Energy Adaptive Clustering Hierarchy (LEACH) astypical clustering routing in WSN [3]. In oursearch,
we have deployed LEACH, which is a clustering bapeatocol that lessens the energy indulgence irsaen
networks. The key points that are to be keepingiimd while initializing LEACH are [12] [14-15]:

« Cluster set up control and operation and coordindbcalization.

« To reduce the global communication, consider locahpression.

« ‘Base stations’ or ‘group heads’ and correspondkrdters arbitrary rotation.

LEACH protocol appropriation with respect to WSNsas under:

» Every senor nodes are stagnant, equal and chaggéukebsimilar quantity of original power. The nodeke

energy at the similar rate and are capable of knguheir remaining energy and manage broadcastatand
distance.

« All nodes can straight commune among each nodeshh&svthe sink node.

» The Sink node is permanent and is distant fromntineless network. Consequently, the energy obsesspthe
sink node can be ignored.

« In every time frame, every node has a data to feeatisat can be fused.

The leach operation can be divided into two roufide beginning of the each round is through Sephgse [17-
18]. The association of the clusters that is foBdvby stable stage. What time data is being trah$mon the nodes
towards the cluster head and under the Base Stattbe Start up phase [20].
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The clustered heads are selected by the sensos hydéhreshold T (n). The rate of threshold depemshe
predictable percentage so that it came as clusteat m 1/p rounds as G.
p

—————  negG
T(n) =|i- p(rmode;

0 otherwise )
The value of the cluster node should be among Olaifhdhe charge is not between the threshold \sahreis less

than the value then the value would become thaaslliead for the existing round. With the cluststigngth basis,
the clusters can be joined by the non clusters hedés. In the below fig.5, CM are the cluster mersland the
CH are the cluster heads [23-24].
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Fig.5 Cluster heads selection Fig. 6 LEACH Protocol [34]

The division of operation is into frames in steatigte phase as shown in fig.6. The statistics iisgbgent by the
nodes and they propel their data toward the clustad on mainly one time for every frame throughbatr owed
transmission period. The period of every slot iasichich a node send data is stable, as a resustence toward
sending a frame of data depends lying on the ndroéredes in the cluster.

The energy indulgence of cluster head and memta moevery frame is described as follows:

Ech,steady_smgf the energy pleasure while a single outline diater is

N N
E chsteady—stage = <§ — 1) L Eetec + - L. Epa + L Eetec + 1. Emp. d*to SINK

Enon—ch,steady—stage: The energy indulgence ofraember node through an s frame is

2 1 M?
Enon—ch,steady—stage = L Eciec + 1.€ fs.d"toch = L.Egec + 1. € fS'Z'?
If there are n frames in the stable phase, thepdhesr extravagance for this round is:

N
ECluster,steady—stage =nkE chr Stedy — stage + <? -1).n Enon—ch,steady—stage
1 M2

N N N !
=n. [(E - 1) L Ege + 7L Epg + LEmp.d* to SINK + (E - 1).n. (L Eetee + LEfs.5—. =

For every extravagance of energy, the cluster @anekound is given below

N
e = Ech,set—up + x 1. Enon—ch,set—up
N N N N 1 M2 N 1 M2
= (ZE_)-p'Eelec +E.p.€fs (ZE—) D Eciec +E.p.€fs.§.?+ (E— 1) 3p.Egpec + p.sfs.ﬂ.?

N N N 1 M?
+n. [<N - 1) .l.Eelec + & L.Epg + L.Egpe + l.emp.d* to SINK + X~ 1.n.(l.Eelec + l.efs.E.T)

To decrease energy usage, every non cluster hedel use power manages toward put the quantity cidmast
control based on the established power of the elustad advertisement. Also, the radio of evergtelumember
node is twisted off in anticipation of its owednsamission instance. The cluster head node hastaimdts receiver
on to get the data as of the nodes in the gathiéer fe data has been recognized, the cluster hedd sends it
towards the base statitdtACH gives a balancing of energy procedure throogsual revolution of cluster heads.
The algorithm is too prepared in such a way thaa diasion be able to be used to decrease the anududdta
transmission. LEACH (Low Energy Adaptive ClusteriHgerarchy) is a hierarchical-based routing protogbich
uses random rotation of the nodes required to beclilister-heads to evenly distribute energy consiompn the
network.

The board of multi-ho route table collect head bamaintained as under [25] [26]:
m;.route = {m; : dist(n]-, sink) < dist(m]-_sink)& neigbor(m;, m;}
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The route for; is to select the node residue energy in route setand sink node minimum distance. The energy
inspired by cluster head when the M bytes sendbycluster's node. Therefore, the energy devoteduster head
as: _Eintern_ala = MFelec + NMFDA ) )
Feiec Shows the energy consumptionfef, is the energy consumed by data. N is the numbeodés in the cluster.
The energy consumed biy; andm; is shown in below fig.7.
Ep=MF¢jec + Msfsdistqnce(mi, m;) _
Ep—externai=2MF ¢jec + Mey distance(m;, sink)
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Fig.7(b) LEACH operation [35]
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Procedure BCO (in B, IT, NP, NC,out S)
For i=I1toBdo
Determine an initial solution for the i-th bee.
Evaluate the solution of the i-th bee.
S« the best solution of the bees.
For j=1tolT do
Fori=1toBdo
The bee i — set an initial solution.
For k=1to NPdo
Fori=IltoBdo
For r=1to NCdo
Evaluate modified solutions generated by possibénges of the i-th bee solution.
By roulette wheel selection choose one of the nedli$olutions.
For i=1toBdo
Evaluate solution of the i-th bee.
For i=I1toBdo
Make a decision whether the i-th bee is loyal.
Fori=IltoBdo
if the bee i doesn't loy#then
Choice one of the loyal bees to be followed byittiebee.
if the best solution of the bebstter then solution S
S « the best bee's solution.
End

BEE COLONY OPTIMIZATION (BCO) ALGORITHM

The normal notion of creating Bee Colony Optimiaatis always in the direction of writing the paufi@r multi-
agent method (gathering involving artificial beeshislh may hunt for great answers involving numerous
combinatorial optimization issues [4] [7]. Theseebexamine a particular ideologies utilized throbhghey bees
designed for your phase of nectar series methdd.[§o put it differently, BCO principles usuallyeagathered
through healthy techniques [10].

Artificial bees examine with the look for space,kéeg the particular probable answers. To discoeerbletter in
addition to far better answer, artificial bees wjaiktly in addition to trade data. By way of coltee knowledge in
addition to revealing data amongst on their owtifieinl bee’s focus on more guarantee locationsaddition to
slowly discard answers in the less guaranteeinglpe®lowly and gradually, artificial bees alongatesand/or
improve his or her answers. This BCO look for isnaging inside iterations till a few pre defined imgjtcriteria is
satisfied. Human population involving agents (aitifibees) composed of T bees collaboratively lofiksthe
optimal remedy. Every artificial bee generates qun treatment for the problem.

METHODOLOGY

In this paper we have proposed a new model thaésdhe optimization issue with the nature enthadgdrithm. a
variety of parameters like throughput, energy, exilnodes etc have been used. The optimizatiorepsoof WSN
has been done using Bee Colony Optimization AlgaritLeach protocol is a procedure in which all da¢a gets
transmit through the Centre beginning In real tisaenario, the possibility of placing node is oneoas cannot
predict the exact position of the centre nodesthadgrospect of defining a node as the cluster leatbo one. The
cluster head transmit the data to the channel wisiatalled packet to channel. The difficulty occwken a sub
node castoffs the acceptance of a data packetdranend to another. In such a condition dynamitimguwould be
optimized using optimization algorithm as mentioaddve.

The proposed work would work as follows:
» To realize LEACH protocol for wireless sensor netiwo
 To recognize the dead nodes of the LEACH protocol
« To produce dynamic routing using BCO
« To compare it with other routing protocols

In this expansion, power is the only factor whidstbeen taken for optimization. There is no sudinmipation
method defined which can clearly identify both gaameters namely power and time. In this futuggr@gech, we
have used BCO to optimize the network route onbiéige of the time as well as energy to create aisayated
approach of routing.

29



Kaur and Talwar Euro. J. Adv. Engg. Tech., 2015, 2(9):25-33

! !
[nmitialize [mitizlize
WEN LEACH

Start \ /
Initialize WSN network
Initialize LEACH protocol Search Dead Nodes
Search dead nodes.
If dead nodes = TRUE l
DO Bee Colony Optimization Application If dead Mode: = found = troe
Setl=1
The, Do forward pass l
Select node = active Apply BCO
Move forward
DO backward pass
Best solutions = Share ¥
Compare all generated solutions Do forward pass and
Best feasible solution is chosen backward pass
Delete all other chosen paths. l
Output= best path. Genesate best solutio
Stop ]

|

Crutput = bazt sel.

!

Evaluzts Optimize
Parametars

Fig.9 Methodology flowchart
RESULTSAND DISCUSSION

In this section, we evaluate the performance of praposed algorithm through the simulation. The Mho
simulation is taken place in MATLAB environmenthd following parameters have been used:

« energy_nodes(i)=100*rand; % taking energy as rando

« energy_blocks(i)=1000*rand; % energy of each block

e avg_movements=avg_movements/300;

« failed_node_block=round(25*rand);% failed block

« error_rate(mp)=5*rand; % generating the error rate

* energy_consumed(i)=energy_per_block(path(i))+exmar_energy(path i));

 snr_range=10*log(1:throughput);

* ber=throughput(1:100)/estimated_errors;

The above figure shows the Leach network with nunddeclusters having cluster heads with the depleytof

other nodes in the network. The whole network igdgid into 25 clusters and each cluster is havidgnddes and
the network consists of the 300 nodes. The netigodareful in 1000*1000 in meters. The above figsinews the
meaning box when one cluster head fails to tranmaipackets from source to the destination and/shbat there
is requirement for optimization using BCO. The abdigure shows the finalized path after applyinge B®lony

optimization and shows that this optimize pathhef tluster heads through which the packets wiltraasferred
from source to the destination. The above figu@asthe bit error rate which is 3.3 db with respecthe signal to
noise ratio and this measure should be less foeffieent network.

The above fig.9 shows the Bit error rate comparisith attack and without attack and shows thatkteerror is
high with attack than the network in the absencthefattack as a result of which network perforneathegrades.
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The above outline shows the bit error rate witlpees to the throughput of the network and showslilteerror rate
with attack and bit error rate after applying Beéoay optimization. The bit error is coming lessths throughput
of the network increases for the efficient netwbfitime. The above fig.15 shows the throughputtaf network
with respect to the signal to noise ratio and shthas the network is gaining high throughput as$INR increases
which is sufficient to increase the lifetime of thetwork. The fig. 16 explains the throughput perfance in the
presence of attack and after prevention with béengooptimization. The above fig.17 shows the aacyrplot with
respect to the number of clusters and shows ttetptbposed system is gaining high accuracy aftetyaqy
optimization.
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CONCLUSION

In this work, we have implemented an advanced apasnBCO algorithm to enhance network lifetime when
LEACH protocol is used. Main concept behind theeldiss sensors network is to save energy more anel sodhat

it works last long enough. This is due to fact tthet size of a sensor node is expected to be smdlthis leads to
constraints on size of its components i. e. bats&rg, processors, data storing memory, all ardedé be small.
So any optimization in these networks should fomuoptimizing energy consumption to enhance WSa\tiihe.

In our proposed method the energy consumption i®ralanced as compared to the other optimizatgorithms.
The simulation result shows that the network lifegiis improved in case of proposed scheme. As fhenimitation
results, it has been also concluded that the nagebalanced in the network so the energy is.

The Future scope includes the use of enhanced LEp®Itbcols, as still there are many drawbacks e hhsic
LEACH protocol. The procedure can be improved fealthg with mobility of bunch head nodes. Evenratiecan
be made to decide the number of clusters dynanjiaalll this may give better scalability to the pooidor dealing
with very large wireless sensor networks. Also febare work, a model with heterogeneous wirelesssenodes
with its topology to have good energy efficient andreasing lifetime network may be investigateddifferent

future requirements and deals with the secure sgndata algorithms with various encryption algarithlike

Advanced Encryption Scheme and RSA algorithm.
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