Improved Reliable Based Node Classification Using Dissect Method in Mobile AD HOC Network

Mr. N. Senthil Kumaran, M.C.A., M.Phil.,1 Mr. Mohana Priya,2
ASSISTANT PROFESSOR & HEAD, DEPARTMENT OF COMPUTER APPLICATION, VELLALAR COLLEGE FOR WOMEN, ERODE, INDIA.
n.senthilkumaran@hotmail.com
Assistant Professor & Head, DEPARTMENT OF COMPUTER APPLICATION, VELLALAR COLLEGE FOR WOMEN, ERODE, INDIA.
monarangan@gmail.com

Abstract—Certificate Revocation mechanisms play an important role in securing a network[6]. Malicious nodes directly threaten the robustness of the network. Malicious nodes directly threaten the robustness of the network as well as the availability of nodes. Protecting legitimate nodes from malicious attacks must be considered in MANETs [1]. The main challenge for certificate revocation is to revoke the certificates of malicious nodes promptly and accurately. In this paper additionally uses two concepts: They are fixed window model and sliding window model of which the latter produces the best output with slight increased calculation overhead. In monitoring-based intrusion detection, each node monitors the forwarding behavior of its neighboring nodes. In this paper, proposed scheme is based upon an improved reliable based node classification scheme, which outperforms other techniques in terms of being able to quickly revoke attacker’s certificates and recover falsely accused certificates.
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I. INTRODUCTION

An ad hoc network is a collection of mobile nodes forming a temporary network without the aid of any centralized administration[5]. A wireless ad hoc network is a decentralized type of wireless network which does not rely on a pre-existing infrastructure, such as routers in wired networks or access points in managed (infrastructure) wireless network [3]. Instead, each node participates in routing by forwarding data for other nodes, so the determination of which nodes forward data is made dynamically on the basis of network connectivity. Due to dynamic infrastructure of MANETs and having no centralized administration makes such network more vulnerable to many attacks [3]. Mobile ad hoc networks have attracted much attention due to their mobility and ease of deployment [1]. Each device in a MANET is free to move independently in any direction, and will therefore change its links to other devices frequently [5]. Each must forward traffic unrelated to its own use, and therefore be a router. The primary challenge in building a MANET is equipping each device to continuously maintain the information required to properly route traffic [5]. Such networks may operate by themselves or may be connected to the larger Internet.

Security is one crucial requirement for these network services [1]. The existing works maintains two different lists, warning lists and blacklist, in order to guard against malicious nodes. Determine the threshold, however, remains a challenge. If it is much larger than the network degree, nodes that launch attacks cannot be revoked, and can successively keep communicating with other nodes.

The proposed work is based on improve the reliable of warned node to take part in certificate revocation process. To enhance the accuracy, proposed system used the threshold based mechanism to assess and vindicate warned nodes as legitimate nodes or not, before recovering them. The performances of the scheme are evaluated. In this paper the proposed system used two concepts; fixed window model and sliding window model of which the latter produces the best output with slight increased calculation overhead. In monitoring-based intrusion detection, each node monitors the forwarding behavior of its neighboring nodes. In most cases, a node
only monitors its next hop in a route. In network if any node doing some malicious activity then we are revoking the certificate of that node, in other word we are removing that node from all communication links.

The main contributions of this paper are:

- To certificate revocation and provide secure communications.
- To find any attack should be identified as soon as possible.
- To verify that a public key belongs to an individual and to prevent tampering and forgoing.
- To mitigate malicious attacks on the network.

The rest of this paper is organized as follows: Section 2 presents the related work followed by the structure of the cluster based scheme and introduces the certificate revocation process describes in Section 3. Section 4 gives a brief explanation of the proposed approach. Section 5 presents the performance evaluation of our scheme. Finally, conclude the paper in Section 6.

II. RELATED WORK

Mobile ad hoc network gets much attention because in mobile ad hoc network topologies are dynamically formed, it is infrastructure less and mobile in nature[5]. Because of the mobility in nature it is difficult to provide security in the mobile ad hoc networks. Provide security in mobile ad-hoc network we forming the cluster and providing the valid certificate to each node present in that network[2]. By using that certificate nodes are securely communicating with each other. Suppose any node doing some malicious activity then in that case certificate of that node is revoked. For revoking the certificate of misbehaving node there are mainly two techniques: voting based technique and non-voting based technique [1]. The decision processes to satisfy the condition of certificate revocation is, however, slow.

In monitoring-based intrusion detection, each node monitors the forwarding behavior of its neighboring nodes. In most cases, a node only monitors its next hop in a route. For monitoring purpose, nodes keep track of a window of packets that it sent recently to its next hop. Two types of window can be used to keep track of monitoring: fixed window or sliding window.

To understand the similarities and differences between the fixed and sliding windows, assume that noise does not impact the overhearing of transmission within a node’s radio range. In such a scenario, a malicious node can drop up to L-1 packets out of W on the average without risking suspicion by neighbors. The temporary drop rates can be different. The sliding window approach is free of this deficiency since in any consecutive W-transmitted packets, a malicious node may drop at most L-1 packets without risking suspicion by neighbors. To model state is sliding window–based monitoring using a discrete-time Markov chain.

III MODEL OF THE CLUSTER-BASED SCHEME

In this section, we introduce the model of cluster-based revocation scheme, which can quickly revoke attacker nodes upon receiving only one accusation from a neighboring node. The scheme maintains two different lists, warning list and blacklist, in order to guard against malicious nodes from further framing other legitimate nodes. Moreover, by adopting the clustering architecture, the cluster head can address false accusation to revive the falsely revoked nodes.

CLUSTER FORMATION

Cluster based [20] mechanism for formation of cluster in the mobile ad hoc network. Each cluster having the cluster head (CH), cluster members and the group of cluster having one CA. If any node comes in the particular range then firstly it take valid
certificate from the CA. These cluster heads are responsible for the routing process. A gateway is a node that has two or more cluster heads. Each cluster head has several cluster members. Due to the clustered structure there will be less traffic, because route requests will only be passed between cluster heads.

The steps for implementation of cluster

**Step 1**-If new node then first take valid certificate from CA.

**Step 2**- New node sends the CHP packet to the neighboring nodes.

**Step 3**-a) If that node doesn’t getting any reply within time period T then it becomes CH.

b) If any node sending the CMP packet to new node then new node become the CH otherwise it become the cluster member.

**Step 4**-If CM moves from out of the range then wait for CHP. In time period T If getting the CHP then the cluster member otherwise it declare itself as a cluster head.

**CERTIFICATION AUTHORITY**

It is a trusted third party having authority of providing valid certificate to node present in the cluster as well as newly joining node. It is also having the responsibility of maintaining the updated warned list and black list. Warned list is containing the accuser node and black list containing the accused node present in the network[20]. Another responsibility of CA is to broadcast updated warned list and black list to node present in the entire network.

**CLASSIFICATION OF NODE**

In our scheme we are classifying the node into three types

1. Normal node / legitimate node- Those nodes that are secure and communicate with other node securely. It also is having the authority to revoking the certificate of accused node.

2. Malicious node- Those nodes that are insecure for communication. They are performing the malicious activity in the network and does not having any authority to revoking the certificate of node present in the network.

3. Warned node- Warned node means those nodes that accusing the other nodes are consider as warned node. Also it does not having any authority to revoking the certificate of other malicious nodes. Only it is having the permission to communicate with other nodes along with some restriction.

**CERTIFICATE REVOCATION**

In the cluster if any node wants to communicate with other node then by using the valid certificate they securely communicate with each other. Suppose in the network some nodes are doing the malicious activity and it is found by the neighboring node then neighboring node first check the local black list [8]. If that node present in that black list then the certificate of the malicious node is directly revoked by that neighboring node by using non-voting based Scheme [1] otherwise it send the accusation packet (AP) to the CA. Accusation packet containing all the information of accuser, accused node and destination. After sending the information CA check the certificate of accuser[18]. If it is valid then it put accuser into WL and accused node in BL and the list is updated. Finally updated information is send to the all nodes that are present in the network[6]. If it is a malicious node then it will await for certification revocation. Once the node is revoked then it should remove from the network.

**COPING WITH FALSE ACCUSATION**

In this scheme it enable CH to detect false accusation present in the cluster. For finding the falsely accused node present in the cluster first he monitoring the all attacks done by the CMs [7]. After monitoring it sends recovery packet to the CA to recover the certificate of the falsely accused node. CA verify the recovery packet received from the CH and he remove the falsely accused node.
from BL to WL. But here is another problem is the numbers of nodes in WL are increases and accuracy of revoking the certificate of malicious node in the network decreases, because no of normal nodes in the network are less.

**Step 1**: The CA disseminates the information of the WL and BL to all nodes in the network.

**Step 2**: CH E and F update their WL and BL, and determine that node B was framed.

**Step 3**: E and F send a recovery packet to the CA to revive the falsely accused node B.

**Step 4**: Upon receiving the first recovery packet (e.g., from E), the CA removes B from the BL and holds B and E in the WL, and then disseminates the information to all the nodes.

**Step 5**: The nodes update their WL and BL to recover node B.

**IV. PROPOSED SCHEME**

The proposed system contains all the existing system implementation. In addition, it extends the protocol model to consider the drop detection packet. Markov model is to determine analytically the expected time to suspect its next hop by a monitoring node. Markov models are commonly used to analyze the expected time to encounter a bug in a software system.

**Fixed Window Protocol [FWP]**

The fixed window protocol monitors the packet drops detection by checking the front and rear side of the packet. So the drop detection can be finding effectively. The sliding window protocol monitors the packet drop detection in the sequence of packets. It is possible to reduce the number of false positive due to monitoring by having higher threshold values, allowing a node to exceed the not-overheard threshold multiple times before labeled as suspicious, or both. This will mitigate the false positive problem in normal networks without attacks.

**Sliding Window Protocol [SWP]**

The sliding window protocol is a mechanism for reliable message delivery in a distributed setting where a sender and a receiver communicate over loss channels. Any message delivery protocol has the same basic four components, a sender, a receiver, a channel from the sender to the receiver, and a channel from the receiver to the sender.

In addition to the four components we model, there are two external users. The user on the sender side inputs the data to be sent by the sender and the user on the receiver side gets the data that the receiver delivers. The basic idea of the sliding protocol is that a window of size \( n \geq 0 \) determines how many successive packets of data can be sent in the absence of a new acknowledgment. The window size may be fixed or may vary depending on the conditions of the different components of the protocol. In our model we will assume that \( n \) varies none deterministically. Each packet of data is sequentially numbered, so the sender is not allowed to send packet \( i + n \) before packet \( i \) has been acknowledged. Thus, if is the sequence number of the packet most recently acknowledged by the receiver, there is a window of data numbered \( i + 1 \) to \( i + n \) which the sender can transmit. As successively higher-numbered acknowledgments are received, the window slides forward.

The acknowledgment mechanism is cumulative in that if the receiver acknowledges packet \( k \), where \( k \geq i + 1 \), it means it has successfully received all packets up to \( k \). Packet is acknowledged by sending a request for packet \( k+1 \). Typically, transmitted data is kept on a retransmission buffer until it has been acknowledged. Thus, when \( k \) is acknowledged, packets with sequence number less than or equal to are removed from the retransmission buffer. Packets that are not acknowledged are eventually retransmitted. For our
modeling of the sliding window protocol we assume that sequence numbers are unbounded, we do not assume that the channels are FIFO

V. PERFORMANCE EVALUATION

The experiments were conducted using cluster based revocation certificate scheme. The result of proposed Marko Chain model is discussed and compared with existing routing protocol. To measures the performance of the works under packet drop threshold, attacker detection, and throughput are evaluated.

In packet drop threshold is normally sending the data from source to destination. Comparing existing delivery drop packet with proposed work is Marko chain model for hope by hope, multi-hop fixed window protocol [MFWP] and multi-hop sliding window protocol [MSWP] in communication mobile-ad-hoc networks. The packet drop were calculated so that their values lie in fixed and sliding window protocol is greater but in multi-hop fixed and sliding window protocol the drop count is lesser. In static threshold [1] accuracy of realizing normal node from WL is less. Performance for cluster based revocation certificate in dynamic threshold, first design a simplified mechanism to determine the number of neighboring nodes for any given node.

Within time $T_v$, the given node crosses through an area and meets a number of neighbors $N$. Since mobile nodes are assumed uniformly distributed in the network, we may approximate $N$ by

$$N = (\pi r^2 + 2rT_v)e,$$

Where $r$ denotes the transmission range of nodes, $v$ is the velocity, and $\rho$ is the density of nodes in the network. Based on the obtained number of neighboring nodes $N$, we can on firm the value of threshold $K$. By this mechanism it is possible to remove the normal node from WL and allow that normal node to take a part in revocation process.

Comparison of both existing and proposed system experiment result is Fig 1.1 represents experimental result for existing system. The finding malicious node and revocation node process within minutes details. The Fig 1.2 represents experimental result for proposed system. The finding malicious node and revocation node process within minute’s details as followed.

![FIG 1.1 FWP-SWP- Number of Attacker](www.ijergs.org)
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VI. CONCLUSION

In this paper, we have enhanced our previously clustering-based certificate revocation scheme which allows or fast certificate revocation. In order to address the issue of the number of normal nodes being gradually reduced, we have developed threshold based mechanism to restore the accusation function of nodes in the WL. The effectiveness of our proposed certificate revocation scheme in mobile ad hoc networks has been demonstrated through extensive results. In the proposed work is detecting attacker and improve certificate authority in mobile ad hoc network. In this model, they are several certificate issue solving and communication between nodes with cluster member. The proposed protocol MFWP and MSWP model applied for mobile ad hoc network is to improve and effective management for BL and WL maintains communication process. In contrast to existing system, we propose a improved reliability based node classification scheme combined with the merits of both voting-based and non-voting based mechanisms to revoke malicious certificate and solve the problem of false accusation.
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